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Appendix E -  Detailed REquirements

The Bidder must complete the requirements response matrices in Appendix E – Detailed Requirements and include them in its Proposal. The following discussion describes each column of the matrices and the responsibilities of the Bidder for completing the requirements response matrices. 

The information provided by the State is:

· Requirement Number – This denotes the unique number for each requirement provided by the State. 

· Requirement – This denotes the specific requirement provided by the State.

· Requirement Type – This denotes if the requirement is mandatory or desirable. Refer to RFP Section II.1, Identification and Classification of Requirements, for further information.

Point Value (for Desirable Requirements) – This denotes the point value of the desirable requirement. Refer to RFP Section IX.5.4, Evaluation Factors Assessment Scoring, for further information.

The information to be included in the Bidder’s response for each requirement is:

· Response Code – For each requirement (Mandatory and Desirable), the Bidder must choose one of the following response codes as defined below in Table 21. Permissible Response Codes.

· Proposal Reference Section (Vol., Tab, Page #) – For each requirement, the Bidder may provide a reference to additional materials that describe how the requirement will be met. For instance, for the technical requirements the Bidder may cite the volume, tab, page number and section in their Draft System Architecture Design that describes how the requirement will be met. A written narrative response in this column is not required.

· Narrative Description of How Requirement Will Be Met (for Desirable Requirements) – For each desirable requirement, the Bidder must provide or reference a narrative description that clearly describes how the requirement will be met in the solution. 

· Name of Project and Client (for Desirable Contractor Key Personnel Staffing Requirements and Desirable Corporate Experience Requirements) – For each desirable Key Personnel Staffing and Corporate Experience requirement, the Bidder must cite the name of the project and client that meet the stated requirement. Details of the specific qualifications must be provided on Form C8, Resume Summary Form, or Form C7, Corporate Experience Reference, as applicable.

· Bidder’s Certification and Initials At the bottom of each section, is a box entitled “Bidder’s Certification and Initials”. In each box, the Bidder must initial in ink, for validation purposes that they agree to meet all mandatory requirements stated in that section, or all desirable requirements they have indicated they will provide.

Table 21. Permissible Response Codes
	Response Code
	Definition

	Acceptable Response Codes for Mandatory and Desirable Functional Requirements

	N – No Modification
	Requirement will be met by the out-of-the-box* functionality of the primary COTS product. 

*Out-of-the-box includes standard configuration mechanisms.

	M – Modification
	Requirement will be met by modifying the out-of-the-box primary COTS product.

	T – Other Third-party Tool
	Requirement will be met by applying a third-party out-of-the-box COTS product.

	O – Other Third-party Tool Modified
	Requirement will be met by modifying a third-party out-of-the-box COTS product.

	D – New Development
	Requirement will be met by developing new functionality. 

	X – Will Not Provide 
	Requirement or service will not be met by Bidder. 

This response code is only acceptable for Desirable Requirements. 

	Acceptable Response Codes for  Mandatory and Desirable Technical, and Implementation & Administrative Requirements

	W - Will Provide
	Requirement or service will be met by Bidder.

	X – Will Not Provide 
	Requirement or service will not be met by Bidder. 

This response code is only acceptable for Desirable Requirements. 

	Acceptable Response Codes for Desirable Corporate Experience Requirements

	W – Will Provide
	The Bidder possesses or has performed the desired experience.

	X – Not Applicable
	The Bidder does not possess or has not performed the desired experience. 
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E.1 Mandatory Functional Requirements

E.1.1 Mandatory Global Functional Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	
	
	General
	
	
	

	GL–
	1 
	The system must provide a single entry point to all functions within the ERS system (i.e., all sub-systems are available to the internal user with a single logon, subject to appropriate permissions). Note: An internal user is defined as any user who accesses ERS via the Department of Rehabilitation (DOR) intranet. Unless a requirement specifies “external users,” the term “user” shall refer to internal users.
	M
	
	

	GL–
	2 
	The system must provide the ability to assign users access to system functions, data, and screens based on their business process roles, responsibilities, and authority. 
	M
	
	

	GL–
	3 
	The system must allow users to alternate between ERS and other applications. Specifically, the Microsoft taskbar must remain on the screen, and the ability to toggle between open applications using ALT-TAB must be provided.
	M
	
	

	GL–
	4 
	The system must allow users to zoom in and out, view whole pages of information, adjust the size of open windows, and adjust the contrast of the window (for viewing images).
	M
	
	

	GL–
	5 
	The system must use lookup tables, pulldown menus and lists, and “auto-fill” for selecting predefined codes and categories. 
	M
	
	

	GL–
	6 
	The system must display data entries and updates in real time.
	M
	
	

	GL–
	7 
	The system must provide field-level, context sensitive, and workflow help for all ERS screens. Field-level help means information about entering data into the specific field (i.e., range of values, data types, coded values). Context sensitive help means information about how the field relates to other data elements on the screen (e.g., parametric checks, business rules and validations). Workflow help includes the current process step(s), the anticipated next step(s), and a description of the current workflow.
	M
	
	

	GL–
	8 
	The system must provide online user help documentation that is indexed and searchable.
	M
	
	

	GL–
	9 
	System help functionality must meet State and Federal disability accessibility laws and standards, specifically Section 508 of the Rehabilitation Act as referenced in Government Code 11135, and the Information Organization, Usability, Currency, and Accessibility Working Group (IOUCA) Accessibility Recommendations. See the IOUCA Accessibility Recommendations in the Bidder’s Library. 
	M
	
	

	GL–
	10 
	The user must be permitted to turn off and on automatic help facilities.
	M
	
	

	GL–
	11 
	The system must allow users to search/query by combinations of various fields, including consumer last and/or first name, consumer ID number, case number, primary assigned counselor name, counselor caseload code, case status value, and DOR district and branch. 
	M
	
	

	GL–
	12 
	The system must allow search queries using wildcards and partials (e.g., Smi = Smi*).
	M
	
	

	GL–
	13 
	The system must display case search results including all cases for an individual (past and present) stored in the system. 
	M
	
	

	GL–
	14 
	The system must allow multiple users to access a case concurrently.
	M
	
	

	GL–
	15 
	The system must allow multiple users to make simultaneous entries or updates to separate parts of the same case record.
	M
	
	

	GL–
	16 
	The system must provide the ability to mark entire cases as sensitive or confidential.
	M
	
	

	GL–
	17 
	The system must provide the ability to capture and maintain free-form case notes throughout the case management lifecycle.
	M
	
	

	GL–
	18 
	The system must automatically insert the date on which the case note was entered and identify the case note author.
	M
	
	

	GL–
	19 
	The system must provide the ability to enter and save case notes in draft form. Draft case notes may be subsequently overwritten.
	M
	
	

	GL–
	20 
	The system must permit case notes to be “locked” from update or action by other users at certain processing steps in accordance with business rules that will be finalized during the requirements phase after contract award. 
	M
	
	

	GL–
	21 
	The system must allow users to create case notes viewable to authorized users at multiple levels based on business rules and user groups that will be finalized during the requirements phase after contract award. 
	M
	
	

	GL–
	22 
	The system must provide the ability to index case notes using standard classifications such as 'Medical,' 'Authorization,' and 'Eligibility.'
	M
	
	

	GL–
	23 
	The system must provide the ability to search case notes by keyword, wild card, date or date range, author, and index information. 
	M
	
	

	GL–
	24 
	The system must allow authorized users to delete case notes based on business rules and user groups that will be finalized during the requirements phase after contract award.
	M
	
	

	
	
	Workflow
	
	
	

	GL–
	25 
	The system must provide workflow processing features allowing work to automatically be routed to appropriate users. This must be based on pre-defined business rules and user groups which will be finalized during the requirements phase after contract award. 
	M
	
	

	GL–
	26 
	The system must allow multiple branches of a workflow process to execute sequentially or simultaneously, such as for multiple approval queues.
	M
	
	

	GL–
	27 
	The system's workflows must verify required information and processing steps have been completed before proceeding to the next workflow step. For example, verifying that certain fields have been correctly completed and passed validation, verifying certain documents have been received, or waiting until other related workflow steps such as approvals have been completed before proceeding to the next workflow step.
	M
	
	

	GL–
	28 
	The workflow function must allow for both manual assignment and automatic assignment of work items.
	M
	
	

	GL–
	29 
	The system must support automatic, manual, and exception routing capabilities based on business rules and user groups that will be finalized during the requirements phase after contract award.
	M
	
	

	GL–
	30 
	The system must allow workflows to execute between and within district and/or branch offices.
	M
	
	

	GL–
	31 
	REQUIREMENT DELETED.
	
	
	

	GL–
	32 
	The system must allow for “long-running” workflows that require several weeks to complete, such as eligibility determination or IPE completion.
	M
	
	

	GL–
	33 
	The system must provide an “in-box” or similar function for presenting the items in the workflow that have been assigned to a user for completion.
	M
	
	

	GL–
	34 
	The system must allow users to perform a multi-level sort of their “in-box” by different parameters such as the date the task was assigned, due date of the task, who assigned the task, aging, and priority. Three (3) levels of sorting criteria must be supported.
	M
	
	

	GL–
	35 
	The system must allow users to forward an item from their “in-box” to their supervisor for review, questions, or further action. 
	M
	
	

	GL–
	36 
	The system must allow users to forward an item from their “in-box” to other units and other office locations, to assist with resolution based on defined business rules that will be finalized during the requirements phase after contract award. For instance, if an assigned support staff is absent, the counselor may reroute an authorization request to a support staff situated in a different office for completion.
	M
	
	

	GL–
	37 
	The system must pre-populate known information appropriate to the processing step and present the information to the user to facilitate execution of the next step in the process.
	M
	
	

	GL–
	38 
	The system must provide a feature for identifying high priority issues or work items across the entire system based on business rules that will be finalized during the requirements phase after the contract award.
	M
	
	

	GL–
	39 
	The system must indicate in the case summary the current case status and status of workflow items and actions (i.e., the current step(s) in the workflow and to whom the items are assigned).
	M
	
	

	GL–
	40 
	The system's routing of workflow tasks, including ad hoc changes in routing, must result in a case history update. 
	M
	
	

	GL–
	41 
	The system must allow authorized users to override the standard workflow to accommodate special requests or problems.
	M
	
	

	GL–
	42 
	The system must allow users to forward or “pass” an item in a workflow to more than one user or group without assigning them to the case record. For instance, the “counselor of the day” may need to respond to a consumer request if the assigned counselor is not available, and the request may only take 5 minutes to complete.
	M
	
	

	GL–
	43 
	The system must log any workflow overrides in the case history and require an explanation of the rationale for the override.
	M
	
	

	GL–
	44 
	The system must allow users to reroute unacceptable documents back to the originator. 
	M
	
	

	GL–
	45 
	Use of the exception workflow must be authorized by managers/supervisors.
	M
	
	

	GL–
	46 
	The system must be able to track users who are making exceptions on an excessive basis based on business rules that will be finalized during the requirements phase after contract award.
	M
	
	

	GL–
	47 
	The system must permit managers and supervisors the ability to re-route and re-assign their staff’s work to respond to changes in staffing levels, high priority assignments, and changes in business needs.
	M
	
	

	GL–
	48 
	The system must permit managers to view summary information about the tasks that have been assigned to their staff, including which tasks have been assigned to whom and how many tasks a staff person has.
	M
	
	

	GL–
	49 
	The system must provide supervisors with notifications if the work items assigned to their staff are not completed within a designated amount of time or by the due date.
	M
	
	

	GL–
	50 
	The system must allow authorized business staff to disapprove a status change to return the case record to its previous status. For instance, a supervisor may “unapprove” an inappropriate IPE which would return the case to status 10. 
	M
	
	

	GL–
	51 
	The system must track statistics on workflow processing and work items to allow for management review and refinement of workflows and staffing levels.
	M
	
	

	GL–
	52 
	The system must provide the ability to display a hierarchy of approval rights for DOR ERS users.
	M
	
	

	GL–
	53 
	The system must provide a feature for system-generated alerts/ticklers that notify users of certain events or deadlines that are approaching or due. 
	M
	
	

	GL–
	54 
	The system must allow users to sort and categorize alerts/ticklers by date, type, priority, and aging.
	M
	
	

	GL–
	55 
	The system must provide the ability to set an alert to send a notification to a consumer by calendar date.
	M
	
	

	GL–
	56 
	The system must provide the ability to set an alert to send a notification to a consumer by elapsed time.
	M
	
	

	GL–
	57 
	The system must allow users to create recurring notifications.
	M
	
	

	
	
	Notices and Correspondence
	
	
	

	GL–
	58 
	The system must provide the ability to generate standard correspondence to individual consumers and vendors based on system events, workflow events or ad-hoc requests.
	M
	
	

	GL–
	59 
	The system must allow for the linkage of specific types of correspondence to specific case events based on workflow and business rules that will be finalized during the requirements phase after contract award. For example, when a certain case event occurs that requires correspondence, the system must present the user with a default list of applicable correspondence types to create / customize and transmit.
	M
	
	

	GL–
	60 
	The system must provide the ability to create forms and templates that vary from rigid to more fully editable. For example, legal forms may only allow users to insert text or numbers in specified fields, while internal report templates allow them to freely edit and reorder components.
	M
	
	

	GL–
	61 
	The system must allow the customized portions of standard forms and letters to be spell checked before saving and/or printing.
	M
	
	

	GL–
	62 
	The system must integrate or be compatible with Microsoft Office 2000 (Standard) for word processing capabilities to allow users to create and modify the correspondence templates used by the system and to allow users to generate and save correspondence in the DOR’s standard format.
	M
	
	

	GL–
	63 
	The system must pre-populate correspondence with appropriate case information (such as the date, addressee(s), mailing address, and case number) based on the defined document type and template.
	M
	
	

	GL–
	64 
	The system must allow users to add text fields to the correspondence. For instance, a counselor may want to add additional reminders for the consumer in a standard appointment letter. 
	M
	
	

	GL–
	65 
	The system must provide the ability to link the correspondence to the associated case.
	M
	
	

	GL–
	66 
	The system must provide the ability to specify one or more recipients and/or addresses for all correspondence.
	M
	
	

	GL–
	67 
	The system must generate mailing labels for correspondence.
	M
	
	

	GL–
	68 
	The system must allow for updates of the case history noting the correspondence type and date the correspondence was sent.
	M
	
	

	GL–
	69 
	The system must support local printing of correspondence and mailing labels.
	M
	
	

	GL–
	70 
	The system must provide email capabilities to support transmission of correspondence and scheduling notifications.
	M
	
	

	
	
	Document Management
	
	
	

	GL–
	71 
	The system must allow authorized users to create and modify document templates and types, and to name and categorize the document templates and types.
	M
	
	

	GL–
	72 
	The system must maintain a library of standard forms and letters.
	M
	
	

	GL–
	73 
	The system must provide the ability to maintain district-specific form and letter templates.
	M
	
	

	GL–
	74 
	The system must provide the ability to maintain user-specific form and letter templates.
	M
	
	

	GL–
	75 
	The system must accept, process and store all incoming emailed documents in the document management system.
	M
	
	

	GL–
	76 
	The system must be capable of importing and storing scanned documents, including faxes, forms, reports, correspondence, and checks.
	M
	
	

	GL–
	77 
	By default, the system must provide document access in read-only mode. Users wishing to modify an existing document must make a copy of the document and re-attach it to the case in order to access the document in read/write mode. 
	M
	
	

	GL–
	78 
	The system must provide a basic document management component that provides secure, centralized storage and management of all documents related to a case. This is not intended to be a full-featured document management system. Automated version control, check-in / check-out, and full-text searching across all documents within the system are not mandatory. 
	M
	
	

	GL–
	79 
	The system must provide the ability to manage files in the following formats: HTML, MS Office, ASCII, Rich Text Format (RTF), and PDF. 
	M
	
	

	GL–
	80 
	The system must provide the ability to view documents in any stage of the workflow.
	M
	
	

	GL–
	81 
	The system must support document manipulation functions such as zoom, scroll, annotate, highlighting, redaction, and copy/paste for the file formats described in requirement GL-79.
	M
	
	

	GL-
	81a
	The system must support zoom, scroll, rotate and redaction of PDF and scanned documents, including faxes, forms, reports, correspondence, and checks.
	M
	
	

	GL–
	82 
	The system must provide a basic document indexing/profile feature to capture appropriate metadata for each document to assist with identification and searching for documents within a case, e.g., medical files should be associated with case medical data; transcripts should be associated with case education/training data; invoices should be associated with service-related payment data. 
	M
	
	

	GL–
	83 
	The system must provide a hierarchical storage management structure or similar indexing model for organizing documents within a case.
	M
	
	

	GL–
	84 
	The system must enable users to correct situations where a document is associated with the incorrect case (i.e., re-index the document).
	M
	
	

	GL–
	85 
	The system must have a separate profile / index field for the title of the document.
	M
	
	

	GL–
	86 
	The system must allow documents to be associated to each other to show relationships such as, for example, an original and amended authorization.
	M
	
	

	GL–
	87 
	The system must allow users to sort the list of documents associated with a case using multiple sorting criteria.
	M
	
	

	GL–
	88 
	The system must allow users to view multiple documents simultaneously.
	M
	
	

	GL–
	89 
	The system must allow only authorized users to see that a sensitive or confidential document is present and/or to access the document.
	M
	
	

	GL–
	90 
	The system must provide the ability to store and print standard forms and letters in up to ten (10) languages other than English. The mix of languages in use at any time varies based on DOR’s bi-annual language survey. As of January 2008 DOR maintains standard forms and letters in the following seven languages: Spanish, Tagalog, Mandarin, Vietnamese, Armenian, Cambodian and Korean. DOR is responsible for providing the translations in the required languages.
	M
	
	

	GL–
	91 
	The system must provide the ability to print standard forms and letters in Braille.
	M
	
	

	GL–
	92 
	The system must provide locking features for documents. For example, once a consumer provides formal concurrence with the Individualized Plan for Employment (IPE), it must be locked. From that point forward, all changes to the IPE must be formally entered and maintained as amendments.
	M
	
	

	GL–
	93 
	When a document is locked, the system must prevent other modifications.
	M
	
	

	GL–
	94 
	The system must prompt the user with a read-only option if a document is checked out or locked.
	M
	
	

	GL–
	95 
	The system must automatically track changes to documents, including an audit trail of who made what changes, and when the changes were made.
	M
	
	

	GL–
	96 
	REQUIREMENT DELETED.
	
	
	

	GL–
	97 
	The system must provide a multi-level search capability to allow users to search for documents within a case by various metadata criteria, including dates, keyword, index information, wild cards, document type, document format, and Boolean criteria.
	M
	
	

	GL–
	98 
	The system must allow search results to be sorted by document type, title, date received and date on the document.
	M
	
	

	GL–
	99 
	REQUIREMENT DELETED.
	
	
	

	GL–
	100 
	The system must provide security features so that only authorized users have the ability to delete or add pages to a document.
	M
	
	

	GL–
	101 
	The system must allow for printing of a selection or range of pages in reports and documents.
	M
	
	

	GL–
	102 
	The system must support redaction of data in reports and outgoing documents in accordance with privacy and HIPAA requirements. 
	M
	
	

	
	
	Calendaring & Scheduling
	
	
	

	GL–
	103 
	REQUIREMENT DELETED.
	
	
	

	GL-
	103a
	The system must allow users to setup alerts/ticklers within the context of the case workflow which will prompt the user to schedule an appointment (e.g., schedule a follow-up in three months). 
	M
	
	

	GL–
	104 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	105 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	106 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	107 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	108 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	109 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	110 
	 REQUIREMENT DELETED.
	
	
	

	GL–
	111 
	 REQUIREMENT DELETED.
	
	
	

	
	
	Archiving
	
	
	

	GL–
	112 
	The system must allow users to mark a case as “inactive” or “closed”. Inactive/closed cases and their associated documents may periodically be moved to an archive storage medium based on DOR archiving rules and criteria.
	M
	
	

	GL–
	113 
	The system must allow authorized users to copy and/or archive data to external storage media (e.g., tape, CD-ROM) based on user-defined selection criteria.
	M
	
	

	GL–
	114 
	The system must provide rules-based inactivation/- archiving of cases and documents based on defined criteria. Criteria will be finalized during the requirements phase after contract award.
	M
	
	

	GL–
	115 
	The system must provide the option to archive by case.
	M
	
	

	GL–
	116 
	The system must maintain a summary of the archived case in the main system.
	M
	
	

	GL–
	117 
	The system must allow authorized users to retrieve/re-activate cases from inactive/archive storage.
	M
	
	

	GL–
	118 
	REQUIREMENT DELETED.
	
	
	

	GL–
	119 
	Items retrieved from the archive must be returned to their original state and status, including security markings and access controls.
	M
	
	

	GL–
	120 
	When an inactive/archived record is retrieved and made active, the system must have user definable rules that specify when the record is to be sent back to archive, which may be different from the original closure/archive criteria/retention rule.
	M
	
	

	GL–
	121 
	The system must allow users to include or exclude inactive/archived items when searching for cases and documents, and when generating reports.
	M
	
	

	
	
	Validation
	
	
	

	GL–
	122 
	The system must allow DOR Information Systems Services (ISS) staff to create and edit field-level validations and business rules.
	M
	
	

	GL–
	123 
	The system must provide data validation and business rules for all data entry fields. Validations and business rules will be finalized during the requirements phase after contract award.
	M
	
	

	GL–
	124 
	The system must apply field-level validations and business rules when data is entered and prior to moving to the next screen.
	M
	
	

	GL–
	125 
	The system must enforce rules that all case data correctly pass validations and business rules prior to continuing to the next workflow or processing step.
	M
	
	

	GL–
	126 
	The system must highlight data fields that fail validation and display a meaningful message to the user. This message must explain how to correct the error. 
	M
	
	

	GL–
	127 
	All error messages encountered in processing the screen input must be presented back to the user. These errors must be corrected or marked as being incomplete before leaving the input screen.
	M
	
	

	GL–
	128 
	The system must leave data that is correct on the screen and only require the user to correct data fields in error. 
	M
	
	

	GL–
	129 
	The system's error messages must be explanatory and not require the user to look up error codes or numbers.
	M
	
	

	GL–
	130 
	The system must provide an auto-complete/suggest feature for up to eight (8) fields to be specified during the requirements phase after contract award. 
	M
	
	


	Bidder’s Certification and Initials: We agree to provide a system that will meet all mandatory global functional requirements stated in Section E.1.1, above.


E.1.2 Mandatory Case Management Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	
	
	General
	
	
	

	CM–
	1 
	The system must allow users to create, update, delete, track and report case information, including information related to the consumer, eligibility findings, services provided, case status, case summary, case history, case complaint adjudication, outcomes, documents, provider and consumer remittances, and case notes.
	M
	
	

	CM–
	2 
	The system must maintain in the case history the sequence of events in a case, who took the action (unit and person), and the date the events or action occurred. Case events may be the result of workflow items, manual entries, calendar events and cancellations, and system-generated alerts.
	M
	
	

	CM–
	3 
	The system must display the history of a case in reverse chronological order (i.e., with the newest entries at the top) as the default.
	M
	
	

	CM–
	4 
	The system must allow users to search for a particular case history item by date, functional area (e.g., medical, educational, employment), and step in the workflow.
	M
	
	

	CM–
	5 
	The system must allow users to search for one or more cases by: 1) date or date ranges; 2) consumer last and/or first name; 3) consumer ID number; 4) case number; 5) primary assigned counselor name; 6) case status value; 7) DOR district; and 8) DOR branch.
	M
	
	

	CM–
	6 
	The system must display case search results including all cases for an individual (past and present) stored in the system. 
	M
	
	

	CM–
	7 
	The system must associate a federally-mandated case status value with each case. 
	M
	
	

	CM–
	8 
	The system must allow DOR to establish, modify, and delete case status values that may roll up into the federally-mandated case status values.
	M
	
	

	CM–
	9 
	The system must record the dates on which federally-mandated and DOR status values begin and end.
	M
	
	

	CM–
	10 
	The system must provide the ability to change the status value of a case up to one hundred (100) times over the case lifecycle.
	M
	
	

	CM–
	11 
	Case history items must have links to relevant documents in the system, allowing a user to click on the link to immediately access the document.
	M
	
	

	CM–
	12 
	The system must provide the ability for users to identify, list, and track the acquisition of records and supporting documentation required at each stage of the case management life cycle.
	M
	
	

	CM–
	13 
	The system must provide the ability for users to log requests for records and supporting documentation from sources such as the Social Security Administration, county Departments of Mental Health, and educational institutions. The function must maximize the use of features such as lookup tables, pulldown menus, and "auto-fill" to capture the following request-related information: 1) request date; 2) name/ID of DOR requestor; 3) name of entity from which records or documentation was requested; 4) name and contact information of individual who received request; 5) functional area (e.g., medical, educational, employment); 6) document name; and 7) free-form notes.
	M
	
	

	CM–
	14 
	The system must provide the ability for users to log the receipt and location of records and supporting documentation, including the following information: 1) name of entity from which the record or documentation was received; 2) functional area (e.g., medical, educational, employment); 3) document name; 4) date received; 5) document format (electronic or hard copy); 6) document location; and 7) free-form notes.
	M
	
	

	CM–
	15 
	If an authorization is required to pay for the acquisition of records or supporting documentation, the system must link the authorization and payment data to the document request and receipt logs.
	M
	
	

	CM–
	16 
	The system must automatically assign a unique client identifier number to each consumer entered in ERS. This number must not be the same as the referral or case record number. The Contractor and DOR will determine the format of the client identifier number. 
	M
	
	

	CM–
	17 
	The system must provide controls to ensure that only one client identifier number is issued per client and prevent the reuse of client identifier numbers.
	M
	
	

	CM–
	18 
	The system must allow only authorized users to enter or view an applicant's individual Social Security Number (SSN).
	M
	
	

	CM–
	19 
	The system must automatically assign a unique case record number to each case entered in ERS. The Contractor and DOR will determine the format of the case number. 
	M
	
	

	CM–
	20 
	Only authorized users shall be permitted to change the following identifying fields on an existing case: 1) client number; 2) consumer's name; 3) date of birth (DOB); and 4) SSN.
	M
	
	

	CM–
	21 
	The system must provide warning messages when a user attempts to change identifying fields for an existing case.
	M
	
	

	CM–
	22 
	The system must allow a user to enter and save a subset of the data required to complete key case documents, including the application for services, the Individualized Plan for Employment, and periodic review and evaluation documents. The system must flag such a record as incomplete. 
	M
	
	

	CM–
	23 
	The system must permit cases to be “locked” from update or action by other users at certain processing steps in accordance with business rules that will be finalized during the requirements phase after contract award. 
	M
	
	

	CM–
	24 
	The system must provide the ability for authorized users to reassign a case from one district, branch, team, or counselor to another district, branch, team, or counselor, including all ERS case components such as authorizations, case documents, and equipment assignments.
	M
	
	

	
	
	Information & Referral
	
	
	

	CM–
	25 
	The system must provide the ability to track unique information and referral (I&R) requests and their disposition.
	M
	
	

	CM–
	26 
	The system must provide the ability to uniquely identify the level(s) at which an interested party engages DOR during the I&R phase (i.e., prior to DOR's formal acceptance of an application), including the following level(s): 1) requested / received information; 2) requested / received referral; 3) attended orientation session; 4) met one-on-one with DOR staff; and 5) initiated application for services. 
	M
	
	

	CM–
	27 
	The system must provide the ability to log and link separate I&R requests (e.g., referral to a One-Stop, Veteran’s Administration) to the case record, including individuals in status 00.
	M
	
	

	CM–
	28 
	The system must provide the ability to track the method by which an interested party makes initial contact with DOR, including the following: phone call, email inquiry, online application, walk-in, and orientation participation. 
	M
	
	

	CM–
	29 
	The system must provide the ability track the source of a referral of a consumer to DOR, including the following information: 1) type of referral source (e.g., service provider, school, friend or relative); 2) name of referral source; 3) location of referral source; and 4) free-form narrative.
	M
	
	

	CM–
	30 
	The system must provide the ability to record information about service or provider referrals that DOR staff give to individuals with an I&R request, including: 1) date of referral; 2) purpose of referral; 3) name of provider or agency to whom the individual was referred; and 4) free-form narrative.
	M
	
	

	CM–
	31 
	The system must provide the ability to track and report on the reason(s) why an I&R request did not result in an application for service.
	M
	
	

	CM–
	32 
	The system must provide the ability to migrate information collected during the I&R phase to a case file with Applicant status.
	M
	
	

	
	
	Application
	
	
	

	CM–
	33 
	The system must require and maintain the following minimum information associated with an application for service: 1) date on which the application was initiated; 2) date on which the application was officially accepted (i.e., the date on which the individual met all of the required application criteria; 3) SSN; 4) applicant name; 5) up to six (6) contact options, including the contact type (e.g., phone number/home, phone number/mobile, phone number/voice mail, address/U.S. Postal Service, address/email) and contact information; 6) DOB; 7) race or ethnicity; 8) primary disability; 9) primary project/program name/code; and 10) source of referral.
	M
	
	

	CM–
	34 
	The system must provide the ability to track up to six (6) consumer identification numbers in addition to the consumer's SSN and system-assigned client identifier number. Examples of additional consumer ID numbers include military serial numbers, student ID numbers, and California Department of Corrections & Rehabilitation parolee ID numbers. 
	M
	
	

	CM–
	35 
	The system must accommodate the assignment of up to six (6) disability code types to a consumer.
	M
	
	

	CM–
	36 
	The system must accommodate the assignment of up to six (6) impairment code types to a consumer.
	M
	
	

	CM–
	37 
	The system must provide the ability to print a blank application form, a partially completed application form, or a completed application form, including space for the applicant's signature.
	M
	
	

	CM–
	38 
	When an application is initiated by a user, the system must perform a statewide search of all individuals in the system (past or present) using the applicant's name, SSN, and DOB, to determine whether a consumer has previously applied for DOR services.
	M
	
	

	CM–
	39 
	The system must be capable of accepting data associated with an application for service submitted by a potential consumer via the internet.
	M
	
	

	CM–
	40 
	The system must support the collection and maintenance of the following information related to one or more intake interviews: 1) date on which the interview took place; 2) DOR staff attendee(s); 3) consumer attendee(s); 4) documentation provided to client; 5) documentation received from client; and 6) free-form case notes.
	M
	
	

	CM–
	41 
	The system must require and maintain the minimum information required by the federal government and DOR to open a case and determine eligibility. See the relevant sections in the Rehabilitation Administrative Manual (RAM) in the Bidders’ Library for more information. 
	M
	
	

	CM–
	42 
	The system must record the consumer's preferred language. 
	M
	
	

	CM–
	43 
	The system must identify the consumer's preferred mode of communication, such as email, telephone/home, telephone/mobile, and US Postal Service. 
	M
	
	

	CM–
	44 
	The system must identify the consumer's preferred assistive technologies. 
	M
	
	

	
	
	Eligibility and Order of Selection
	
	
	

	CM–
	45 
	The system must provide prompts for determination of the consumer's eligibility for services. 
	M
	
	

	CM–
	46 
	Eligibility-related criteria and enterprise and program-specific eligibility determination rules must be capable of being maintained by DOR business staff without the assistance of DOR ISS.
	M
	
	

	CM–
	47 
	Results of the system's eligibility determination processes must be presented to users with the option to validate (accept) or override the proposed determination.
	M
	
	

	CM–
	48 
	The system must provide the ability to record and track whether an applicant is "presumptively eligible," including recording information derived from supporting documentation and contacts, and link this eligibility determination to his/her application information. An applicant who is a Social Security Disability Insurance (SSDI) beneficiary and/or Supplemental Security Income (SSI) recipient is presumed eligible unless DOR demonstrates that he/she is incapable of benefiting from services. 
	M
	
	

	CM–
	49 
	The system must provide the ability to record data and automate the workflow associated with postponing the mandatory 60 day timeline for eligibility determination. 
	M
	
	

	CM–
	50 
	The system must support the ability to re-determine an individual’s eligibility for DOR services. 
	M
	
	

	CM–
	51 
	The system must provide the ability to record data supporting the justification for, and automate workflow associated with, the following eligibility determination outcomes: 1) applicant is eligible for services; 2) applicant is not eligible for services; and 3) further assessment is needed to determine eligibility. 
	M
	
	

	CM–
	52 
	The system must provide the ability to record data and automate workflow associated with further assessment to determine eligibility through Trial Work Experience (TWE), including the following: 1) documentation regarding the necessity for TWE; 2) TWE plan; 3) acquisition of TWE-related assessment and supportive services and devices; 4) placement in a TWE setting; and 5) periodic progress assessments. 
	M
	
	

	CM–
	53 
	The system must provide the ability to record data and automate workflow associated with further assessment to determine eligibility through Extended Evaluation (EE), including the following: 1) the reason why TWE is not a viable option; 2) documentation regarding the necessity for EE; 3) EE plan; 4) acquisition of EE-related services and placement; and 5) periodic progress assessments. 
	M
	
	

	CM–
	54 
	The system must require and maintain the minimum information required by the federal government and DOR to determine a consumer's Level of Significance of Disability (LSOD) classification (i.e., service priority category), including information related to the following functional capacity areas: 1) mobility; 2) communication; 3) self-care; 4) interpersonal skills; 5) work skills; and 6) work tolerance. See the relevant RAM sections in the Bidders’ Library for more information.
	M
	
	

	CM–
	55 
	The system must provide automated determination of eligible consumers' Level of Significance of Disability (LSOD) as follows: Priority Category 1--Most Significantly Disabled; Priority Category 2--Significantly Disabled; and Priority Category 3—Disabled.
	M
	
	

	CM–
	56 
	The system must allow authorized users to modify the data components the system uses to calculate the LSOD, and thus the LSOD determination.
	M
	
	

	CM–
	57 
	The system must support an unlimited number of re-determinations of LSOD. 
	M
	
	

	CM–
	58 
	The system must maintain the consumer's LSOD assignment history.
	M
	
	

	CM–
	59 
	The system must provide the ability to automatically assign a consumer a status derived from the consumer's LSOD priority category and parameters defined by the State's current Declaration of Order of Service (OOS).
	M
	
	

	CM–
	60 
	The system must provide the ability for the State to redefine the Declaration of OOS parameters under which a consumer eligible for services may receive services.
	M
	
	

	CM–
	61 
	The system must track consumers for whom service is delayed by the State's current Declaration of OOS.
	M
	
	

	CM–
	62 
	The system must provide the ability to add and remove consumers to the service waiting list.
	M
	
	

	CM–
	63 
	The system must provide the ability to record the consumer's desire to remain on the service waiting list.
	M
	
	

	
	
	Individualized Plan for Employment
	
	
	

	CM–
	64 
	The system must provide the ability to create and manage the Individualized Plan for Employment (IPE) for each consumer. A consumer may have more than one IPE, but only one will be active. See the relevant RAM sections in the Bidders’ Library for more information. 
	M
	
	

	CM–
	65 
	The system must provide the ability to conduct vocational goal research by Standard Occupational Classification (SOC) code from within the system and import selected SOC data into the case record.
	M
	
	

	CM–
	66 
	Upon finalization and consumer acceptance of the IPE, the system must permit the IPE to be “locked.” From that point forward, all changes to the IPE must be formally entered and maintained as amendments. 
	M
	
	

	CM–
	67 
	The system must provide the ability to record the estimated start and end dates for the plan steps and services documented in the IPE. 
	M
	
	

	CM–
	68 
	The system must provide the ability to maintain each step and service documented in the IPE as a separate updatable IPE component including the following data elements: 1) estimated service start date; 2) estimated service end date; 3) estimated service cost; and 4) proposed service provider. 
	M
	
	

	CM–
	69 
	The system must provide the ability to update each step or service component of the IPE including the following data elements: 1) actual service start date; 2) actual service end date; 3) actual service cost; and 4) actual provider(s). 
	M
	
	

	CM–
	70 
	The system must maintain a historical record of the status changes associated with each proposed activity, service component, or phase of engagement in the service plan.
	M
	
	

	CM–
	71 
	The system must allow the amendment of all components of a "locked" IPE. An amendment occurs when the original activity, service component, or phase of engagement specified in the IPE is substantially modified. 
	M
	
	

	CM–
	72 
	The system must maintain a historical record of the amendments to the IPE, including who entered the amendment (unit and person) and the date on which the action occurred.
	M
	
	

	CM–
	73 
	The system must provide the ability for the rehabilitation counselor to review planned vs. delivered services in order to assess the consumer's progress in relationship to the IPE.
	M
	
	

	
	
	Service Management
	
	
	

	CM–
	74 
	The system must provide the ability to record information regarding delivery of services not specified in the IPE.
	M
	
	

	CM–
	75 
	The system must allow for the identification of equipment resources assigned to a specific case. 
	M
	
	

	CM–
	76 
	The system must allow equipment resources that are not assigned to a specific case to be assigned to a district, including districts other than the one that authorized the equipment purchase.
	M
	
	

	CM–
	77 
	Upon case closure, the system must provide the ability to track the disposition of a piece of equipment by a defined disposition code.
	M
	
	

	CM–
	78 
	The system must provide the ability to document an unlimited number of employment occurrences. See the relevant RAM sections in the Bidders’ Library for more information.
	M
	
	

	CM–
	79 
	The system must provide the ability to count multiple sequential employment occurrences.
	M
	
	

	CM–
	80 
	The system must provide the ability to create and manage a record for each employer with which a DOR consumer is employed, including employer identification information (e.g., Employer Identification Number, location(s), contact information), employer business type, employer-provided services, and history of DOR consumer placements with that employer. 
	M
	
	

	CM–
	81 
	The system must provide the ability to track consumer complaints under DOR's Rights & Remedies provisions from inception through closure.
	M
	
	

	CM–
	82 
	The system must provide the ability to limit the amendment of case information once the case is closed.
	M
	
	

	CM–
	83 
	The system must provide for the collection and maintenance of federal and state closure-related data elements. See the relevant RAM sections in the Bidders’ Library for a list and description of required closure-related data elements.
	M
	
	

	CM–
	84 
	The system must allow users to build and append a post-employment services plan to a closed case for up to 60 months after closure. The post-employment services plan must replicate IPE-related capabilities as defined in these requirements.
	M
	
	

	CM–
	85 
	The system must allow for the provision of post-employment services that replicates the service delivery capabilities as defined in these requirements.
	M
	
	


	Bidder’s Certification and Initials: We agree to provide a system that will meet all mandatory case management requirements stated in Section E.1.2, above. 


E.1.3 Mandatory Vendor and Financial Management Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	
	
	Vendor Management
	
	
	

	VF–
	1 
	The system must provide the ability to maintain a searchable databank of established vendors/providers of goods and services to consumers. Established vendors/providers are those that have been properly vetted in accordance with DOR's policies, are currently certified and/or accredited, and for whom all required documentation and information is on file.
	M
	
	

	VF–
	2 
	The system must provide the ability to establish, track and update vendor profiles including the following information: 1) vendor type/sub-type; 2) vendor identification information; 3) vendor contact information; 4) vendor location information; 5) vendor billing information; 6) status of required certifications, accreditations, and evaluations; 7) type(s) of services provided; 8) rates and pricing by service; 9) payment methods accepted; 10) additional classification information as applicable (e.g., status as a Small Business / Disabled Veteran Business Enterprise, under a State leveraged procurement agreement, or under a Cooperative Agreement or Establishment Grant); and 11) Additional relevant service-related information such as language proficiency, location accessibility, or wheelchair transportation services. 
	M
	
	

	VF–
	3 
	The system must provide the ability to classify vendors/providers as belonging to a type such as the following: 1) State DOR agency; 2) Community Rehabilitation Program (CRPs) in the public sector (i.e., programs owned and managed by federal, State, or local government agencies); 3) CRP in the private sector; 4) One-Stop Employment/Training Center; 5) all other public sources (e.g., public schools, public transit, county hospitals, public health providers); 6) all other private sources (e.g., businesses and organizations such as department stores, private schools, childcare providers, and private health providers); 7) Vendors that provide commodities or services related to consumer- or DOR-owned vans; 8) Individual Service Providers (ISPs) (i.e., self-employed individuals such as readers, tutors, and translators).
	M
	
	

	VF–
	4 
	The system must provide the ability to divide vendor type classifications into sub-types and classify vendors as belonging to a sub-type within a type.
	M
	
	

	VF–
	5 
	The system must provide the ability to support unique data elements and business rules associated with each vendor type and sub-type.
	M
	
	

	VF–
	6 
	The system must provide the ability to document a "parent/child" relationship between a vendor/provider entity and its subsidiary entities, such as that between a holding company and its holdings, or a parent company with multiple branches doing business under different names. 
	M
	
	

	VF–
	7 
	The system must provide the ability to maintain an unlimited number of physical locations and related contact information for each vendor/provider entity, including parent and/or child entities. 
	M
	
	

	VF–
	8 
	The system must provide the ability to maintain a separate billing address and related contact information for each vendor/provider entity and physical location.
	M
	
	

	VF–
	9 
	The system must provide the ability to maintain location, billing, and contact information for vendors located outside the United States.
	M
	
	

	VF–
	10 
	In accordance with business rules that will be finalized during the requirements phase after contract award, the system must provide the workflow, alerts, and information management capabilities required to document that a vendor/provider is currently certified (e.g., by the Commission on Accreditation of Rehabilitation Facilities) or accredited, has the appropriate current documents on file (e.g., the STD 204 Payee Data Form), or is otherwise approved to render specified services.
	M
	
	

	VF–
	11 
	The system must provide the ability to classify services by type at a minimum of three nested levels. For example, the service type Restoration: Physical and Mental may be divided into Surgery & Treatment, Hospital/Convalescent Care & Nursing Services, and Medical Devices sub-types. The Medical Devices sub-type may be further sub-divided into the categories of prosthetic/orthotic devices, wheelchairs, and eye appliances.
	M
	
	

	VF–
	12 
	The system must allow for a vendor to be associated with up to one hundred (100) service types, sub-types, and/or categories.
	M
	
	

	VF–
	13 
	The system must provide the ability to establish, track and update provider rates/pricing by service type, sub-type, and/or category.
	M
	
	

	VF–
	14 
	The system must indicate when the vendor’s/provider’s pricing information was last updated and who updated it.
	M
	
	

	VF–
	15 
	The system must provide the ability to establish, track and update the payment method(s) (e.g., purchase order / invoicing, CAL-Card, and/or bank draft) that a vendor will accept, by vendor/provider entity, physical location, and/or billing address. 
	M
	
	

	VF–
	16 
	The system must provide the ability to manage information, workflow, and business rules associated with the classification of a vendor by the type of agreement under which DOR obtains goods or services from the vendor. Agreement types include leveraged procurement agreements (e.g., the California Multiple Awards Schedule or California Strategic Sourcing Initiative), DOR-administered Cooperative Agreements, Establishment Grants, and Interagency Agreements. See Vendor Agreement Types and Descriptions in the Bidders’ Library for a description of the key types of agreements under which DOR obtains goods and services from vendors/providers.
	M
	
	

	VF–
	17 
	The system must record the DOR unit (e.g., district or branch) that created a vendor profile in the vendor databank, identify the user who created the vendor profile, and record the date on which it was created.
	M
	
	

	VF–
	18 
	The system must require that all vendor profile updates include a record of the DOR unit and user responsible for the update, and the date on which the update was made. 
	M
	
	

	VF–
	19 
	The system must provide a multi-level search capability to search for vendors using the following criteria: 1) vendor/provider name; 2) Federal Tax Identification Number or individual SSN; 3) city / county / zip code; 4) type of goods or services provided; and 5) price or service rate. 
	M
	
	

	VF–
	20 
	The system must provide the ability to limit the selection and authorization of specified service types by case status value. For example, if a case has a status value of “Ready for Employment,” the system must support a business rule that disallows authorization of “Vocational Assessment / Evaluation” services.
	M
	
	

	VF–
	21 
	The system must allow authorized users to override service selection and authorization limits associated with case status value.
	M
	
	

	VF–
	22 
	The system must provide the ability to record and track the status of a vendor/provider (e.g., active, inactive, suspended). 
	M
	
	

	VF–
	23 
	The system must have the ability to automatically flag a vendor after an authorized user-defined period of non-use as requiring a retention review.
	M
	
	

	VF–
	24 
	When a vendor's status is changed, the system must require a reason for the status change and the change date, and record the identity of the DOR employee who made the change.
	M
	
	

	VF–
	25 
	The system must maintain a vendor service history, by vendor entity and location, with the following information: 1) service(s) rendered or goods purchased; 2) date(s) of service; 3) consumer(s) served; and 4) payment dates and amounts. 
	M
	
	

	
	
	Financial Management – General
	
	
	

	VF–
	26 
	The system must provide the ability to migrate service and vendor selection information from the IPE into the authorization workflow. For example, the vendor, service and time frames in the plan would be transferred to the authorization to reduce retyping information. 
	M
	
	

	VF–
	27 
	The system must provide full workflow processing features as defined in these requirements to support the Department's authorization, encumbrance, receipt of goods and/or services, invoice validation, and payment business processes.
	M
	
	

	VF–
	28 
	The system must support VR program, financial, and service management according to the following classification structure: Program categories and Project sub-categories (to define the programmatic offerings and units within which services are offered); Program/Project-specific Account types (to define the fund sources from which authorizations are funded); and Service types (to define the specific good or service being authorized; see VF-11).
	M
	
	

	VF–
	29 
	The system must allow users to create customized authorization, payment, and cost allocation rules based on Program, Project, Account, Agreement, Vendor, and Service type relationships and business requirements. 
	M
	
	

	VF–
	30 
	The system must provide the ability to search authorization, encumbrance, and payment transactions using multiple search criteria including: 1) budget level; 2) project/program code; 3) account code; 4) service type; 5) case ID; 6) vendor; 7) claim schedule (warrant number); and 8) date or date range.
	M
	
	

	
	
	Financial Management – Authorization
	
	
	

	VF–
	31 
	The system must support the following types of authorization or cost assignment processes: 1) one-time; 2) recurring; 3) group; and 4) service cost allocation.
	M
	
	

	VF–
	32 
	The system must support the one-time authorization of goods and/or services for one consumer.
	M
	
	

	VF–
	33 
	The system must provide the ability to authorize recurring purchases of goods and/or services for one consumer. For example, one authorization must support the purchase of monthly bus passes or monthly payments to an internet service provider for a specified period of service months within a single fiscal year.
	M
	
	

	VF-
	33a
	The system must allow the user to record an end date for the goods and/or services indicating when the recurrence should cease.
	M
	
	

	VF–
	34 
	The system must prompt for renewal of recurring authorizations for service months.
	M
	
	

	VF–
	35 
	The system must provide the ability to authorize one-time or recurring purchases for up to five hundred (500) consumers concurrently (i.e., group authorization).
	M
	
	

	VF–
	36 
	The system must provide the ability to allocate service costs to one or more consumers without engaging the full procurement and payment business processes. For example, public sector Community Rehabilitation Programs that receive contracts from DOR do not charge a fee for service; the system must support the allocation of the value of the services provided by such contractors to recipient consumers. Similarly, DOR entities / staff provide VR services otherwise purchased from providers; the system must support the allocation of the value of the services provided by DOR to recipient consumers.
	M
	
	

	VF–
	37 
	The system must allow authorizations to contain up to five hundred (500) separate line items.
	M
	
	

	VF–
	38 
	Authorization line items must identify the good or service, the number of units of that good or service, and the unit price charged by the selected vendor for that good or service.
	M
	
	

	VF–
	39 
	The system must separately calculate the cost of each line item and provide an authorization total.
	M
	
	

	VF–
	40 
	The system must provide the ability to link the authorization to purchase goods and/or services from a vendor to a specific payment method accepted by that vendor, such as purchase order / invoicing, CAL-Card, and bank drafts.
	M
	
	

	VF–
	41 
	The system must provide the workflow and information management capabilities required to support multiple types of authorization via purchase order. For example, DOR requires separate forms and approval processes to authorize the acquisition of medical services, non-medical services, and goods on behalf of consumers. 
	M
	
	

	VF–
	42 
	The system must provide the ability to classify invoices by type, including the following: 1) Case Service Contract; 2) Direct Transfer; 3) Imprest Cash; 4) Journal Entry; 5) Medical/General; 6) Maintenance and Transportation; 7) Revolving Fund Case Service Contract; 8) Revolving Fund; 9) CAL-Card Revolving Fund; and 10) CAL-Card.
	M
	
	

	VF–
	43 
	The system must provide the ability to produce a purchase order and associated invoice concurrently.
	M
	
	

	VF–
	44 
	The system must permit users from one district to authorize goods and services from vendors entered into the vendor databank by, and/or located in, other districts, subject to DOR business rules and supervisor approval.
	M
	
	

	VF–
	45 
	The system must provide the ability to track payments to vendors through the State Controller’s Office (SCO), including the following data: 1) date on which a claim schedule was sent to the SCO; 2) the claim schedule number; and 3) date on which the warrant was paid. 
	M
	
	

	VF–
	46 
	The system must provide the ability to generate sequential claim schedule numbers.
	M
	
	

	VF–
	47 
	The system must provide the ability to generate and print claim schedule cover sheets summarizing the claim schedule totals and listing warrant details by invoice type.
	M
	
	

	VF–
	48 
	The system must provide the ability to flag an authorization as "Do Not Pay."
	M
	
	

	VF–
	49 
	The system must provide a summary, by authorization, of the following calculations and associated dates: 1) original authorized; 2) current authorized; 3) original encumbered; 4) current encumbered; 5) paid to date; and 6) outstanding balance.
	M
	
	

	
	
	Financial Management – Encumbrance
	
	
	

	VF–
	50 
	The system must support the encumbrance of the full amount of an authorization by fund and State fiscal year.
	M
	
	

	VF–
	51 
	The system must provide the ability to divide a full encumbrance into sub-encumbrances by service month. For example, the system must allow a user to divide the full encumbrance associated with an authorization for four months of job training services into sub-encumbrances, one for each service month. Sub-encumbrances must total the full encumbrance, and may or may not be of equal value.
	M
	
	

	VF–
	52 
	The system must provide the ability to automatically disencumber all or part of a full encumbrance based on user-defined business rules. 
	M
	
	

	VF–
	53 
	The system must provide the ability to automatically disencumber all or part of a sub-encumbrance. For example, if a consumer does not utilize services during a service month for which funds have been encumbered, or a provider submits an invoice for half of the amount for which funds have been encumbered, the system must automatically disencumber the full or partial service month sub-encumbrance, as appropriate.
	M
	
	

	VF–
	54 
	The system must provide the ability to de-select automatic disencumbrance as the default on an individual authorization.
	M
	
	

	VF–
	55 
	The system must provide the ability to establish a user-defined prompt to review pending disencumbrances before they go into effect.
	M
	
	

	VF–
	56 
	The system must provide the ability to override pending automatic disencumbrances.
	M
	
	

	VF–
	57 
	The system must provide the ability to re-encumber previously disencumbered funds within an authorization.
	M
	
	

	
	
	Financial Management – Processing
	
	
	

	VF–
	58 
	The system must provide the ability to record and track vendor invoice and payment disputes.
	M
	
	

	VF-
	58a
	The system must allow users to create, complete and print a State-approved Invoice Dispute Notification Form (STD 209) and must populate vendor and other required information from the authorization. The Invoice Dispute Notification Form (STD 209) is available from the Bidders’ Library.
	M
	
	

	VF–
	59 
	The system must provide the ability to track receivables (e.g., Individual Financial Participation required from qualifying consumers).
	M
	
	

	VF–
	60 
	The system must allow authorized users to override or correct previously logged transactions.
	M
	
	

	VF–
	61 
	The system must provide the ability to issue a payment for an authorization associated with a closed case. For instance, issuing a check to address payments for post-employment services.
	M
	
	

	VF–
	62 
	The system must provide the ability to authorize and track remittances directly to consumers, including imprest (petty) cash and Maintenance & Transportation checks.
	M
	
	

	
	
	Financial Management – Budget
	
	
	

	VF–
	63 
	The system must provide the ability to establish and maintain consumer service budgets at multiple nested user-defined levels, including the following operational levels: 1) statewide; 2) regional (i.e., multi-district); 3) district; 4) sub-district (i.e., branch); 5) VR counseling team; and 6) VR counselor.
	M
	
	

	VF–
	64 
	The system must provide the ability to establish and maintain consumer service budgets at multiple nested user-defined levels, including the following budget and accounting levels: 1) by program; 2) by project; and 3) by account code.
	M
	
	

	VF–
	65 
	For each consumer service budget level, the system must calculate and display the following as of the current date: 1) amount budgeted; 2) amount authorized, 3) amount encumbered; 4) amount expended; and 5) budgeted amount remaining.
	M
	
	

	VF–
	66 
	The system must log and display the full history of budget, encumbrance, and expenditure-related transactions, summarized by month.
	M
	
	

	VF–
	67 
	The system must provide the ability to limit cumulative authorizations to budgeted amounts by budget level. 
	M
	
	

	VF–
	68 
	The system must allow authorized users to amend consumer service budgets.
	M
	
	


	Bidder’s Certification and Initials: We agree to provide a system that will meet all mandatory vendor and financial requirements stated in Section E.1.3, above. 


E.1.4 Mandatory Reporting Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	
	
	General
	
	
	

	RP–
	1 
	The system must provide tools for the creation of standard and ad hoc reports.
	M
	
	

	RP–
	2 
	The Contractor must design and develop fifty (50) standard reports, as specified by DOR during the design phase after contract award. See the Preliminary Reports Matrix in the Bidder's Library for examples. 
	M
	
	

	RP–
	3 
	The system’s standard queries and reports must be listed on a menu with the ability to be grouped by functional area.
	M
	
	

	RP–
	4 
	The system must provide a query/reporting environment that prompts the user for input, such as pick lists, parameters, cascading prompts, free-form data entry, and dynamic filters.
	M
	
	

	RP–
	5 
	The system must provide the ability for users to select single, multiple, or all data elements from a list when specifying query/report criteria.
	M
	
	

	RP–
	6 
	The system must provide the ability for users to sort and aggregate the selected data by one or more functional unit levels (e.g., statewide, district, branch, unit, team, counselor).
	M
	
	

	RP–
	7 
	The system must provide the ability for users to specify whether a query or report is to run within Federal Fiscal Year or State Fiscal Year parameters.
	M
	
	

	RP–
	8 
	The system must provide the ability for users to specify the applicable date range when generating reports.
	M
	
	

	RP–
	9 
	The system must allow users the ability to drill down on reports to view the detailed information underlying aggregate numbers. For example, users must be able to report on the number of cases within a district in a specific status, and drill down to view a list of the individual consumers who make up that total. 
	M
	
	

	RP–
	10 
	The system must allow users to generate standard reports on a periodic or ad hoc basis.
	M
	
	

	RP–
	11 
	The system must provide the ability to automatically generate and appropriately route standard reports (e.g., end of day reports, monthly performance reports).
	M
	
	

	RP–
	12 
	Authorized users must be permitted to modify and override the automatic report generation schedule.
	M
	
	

	RP–
	13 
	The system must provide users with the ability to cancel a query/report before it completes. 
	M
	
	

	RP–
	14 
	When a query/report fails, the system must provide self-describing error messages that indicate the reason for failure. 
	M
	
	

	RP–
	15 
	The system must provide the ability to export report results in a standard format, including the following: 1) comma-delimited; 2) RTF (rich text format); and 3) HTML (HyperText Markup Language).
	M
	
	

	RP–
	16 
	The system must generate reports in PDF (Adobe Portable Document Format).
	M
	
	

	RP–
	17 
	The system must provide the ability to print query and report results to any user-defined printer.
	M
	
	

	RP–
	18 
	All reports printed for the system must have markings that clearly display the security level (confidentiality) of the information. The markings may include such things as watermarks, header/footer markings, and/or lead cover sheets.
	M
	
	

	RP–
	19 
	The system must identify the user ID of the person printing the request, the run date and applicable report period on all reports.
	M
	
	

	RP–
	20 
	The system must produce standard reports to allow management to monitor compliance with statutory deadlines. See the Preliminary Reports Matrix in the Bidders’ Library for examples.
	M
	
	

	RP–
	21 
	The system must produce reports, based on user selection criteria, to monitor and report on workflow task status and work productivity to allow management to monitor efficiency and staffing needs. See the Preliminary Reports Matrix in the Bidders’ Library for examples.
	M
	
	

	RP–
	22 
	The system must generate a report of case status and case processing information that can be sorted by time period and functional unit. See the Preliminary Reports Matrix in the Bidders’ Library for examples.
	M
	
	


	Bidder’s Certification and Initials: We agree to provide a system that will meet all mandatory reporting requirements stated in Section E.1.4, above. 
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E.2 Mandatory Technical Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	
	
	System Architecture
	
	
	

	TR–
	1 
	The system must be housed at the Department of Technology Services (DTS).
	M
	
	

	TR–
	2 
	The system must comply with DTS and DOR standards for system architecture, hardware, software, security, and design. See the Bidders’ Library for more information. 
	M
	
	

	TR–
	3 
	The system must operate on desktop hardware that is compliant with DOR technology standards. DOR’s desktop equipment is described in Section III.2.1.1.
	M
	
	

	TR–
	4 
	The proposed hardware must comply with DTS standards. See the Bidders’ Library for the DTS Service Catalog. 
	M
	
	

	TR–
	5 
	The system servers must run on an industry standard operating system that complies with DTS standards. See the Bidders’ Library for the DTS Service Catalog.
	M
	
	

	TR–
	6 
	The system must utilize a modern Relational Database Management System (RDBMS) with Structured Query Language (SQL) capabilities that complies with DTS standards. See the Bidders' Library for the DTS Service Catalog.
	M
	
	

	TR–
	7 
	The system must operate within the existing State telecommunications environment. Standards for the existing State telecommunications environment can be found in the Bidders’ Library.
	M
	
	

	TR–
	8 
	The system must operate using Transmission Control Protocol/Internet Protocol (TCP/IP).
	M
	
	

	TR–
	9 
	The system must operate over Secure Socket Layer (SSL).
	M
	
	

	TR–
	10 
	The system data will be stored on the DTS Storage Area Network (it will not be stored on local servers) in accordance with DTS standards.
	M
	
	

	TR–
	11 
	The system must include at a minimum development, test, training, and production environments. All of the environments must be physically separate.
	M
	
	

	TR-
	11a
	In the test, training and production environments, the database must reside on its own physical server and must be separated from the web and application servers by a firewall.
	M
	
	

	TR–
	12 
	The system must be available via the intranet and the internet. 
	M
	
	

	TR–
	13 
	The system must have a web-based interface to the Presentation layer.
	M
	
	

	TR–
	14 
	The system must be logically and physically segmented into an n-tier model separating, at a minimum, the Presentation, Business Logic, and Database layers.
	M
	
	

	TR–
	15 
	The system must support firewall separation for each tier of the application. The firewalls will be provided by DTS.
	M
	
	

	TR–
	16 
	The system (including any third-party tools) must provide a Presentation layer that does not have direct access to the Database layer.
	M
	
	

	TR–
	17 
	The system must authenticate any system request made to the Business Logic layer.
	M
	
	

	TR–
	18 
	The system must co-exist in an environment that includes multiple applications and must remain compatible with Microsoft Office and third party applications such as anti-virus and Adobe products.
	M
	
	

	TR–
	19 
	The system must be compatible with DTS standards and procedures for database backup/restore. See the Bidders’ Library for the relevant DTS standards.
	M
	
	

	TR–
	20 
	The system must cleanly reboot after a software failure.
	M
	
	

	TR–
	21 
	The system must support point-in-time recovery (e.g., database rollback/commits).
	M
	
	

	TR-
	21a
	The system must support point-in-time recovery for the application. 
	M
	
	

	TR-
	22 
	The system must provide licensing coverage for 2,000 internal users. 
	M
	
	

	TR–
	23 
	The system architecture must support 1,500 concurrent internal users (refer to Appendix D – Glossary for a definition of concurrent users). Concurrency within the ERS environment is estimated as follows: 

· Ninety (90) percent of active users are engaged in case data entry or modification.

· Eight (8) percent of active users are engaged in queries and reporting.

· Two (2) percent of active users are engaged in system maintenance. 
	M
	
	

	TR–
	24 
	The system must provide concurrent user access to all modules/functions within the system, subject to user permissions.
	M
	
	

	TR–
	25 
	The system must support Internet Explorer 6.0 and above for any browser-based interface.
	M
	
	

	TR–
	26 
	The system must support real time access to data for users on the State’s LAN/WAN and across the internet.
	M
	
	

	TR–
	27 
	The system must provide the ability to restrict specified functions (e.g., check printing) to authorized users and workstations. Windows domain policies will be used to restrict certain printers to specific workstations.
	M
	
	

	
	
	System Administration
	
	
	

	TR–
	28 
	The system must provide the ability for the system administrator(s) to add, change and delete users to the system.
	M
	
	

	TR–
	29 
	The system must provide the ability for system administrator(s) to deactivate users of the system.
	M
	
	

	TR–
	30 
	The system must provide the ability for system administrator(s) to perform system administration functions, including: 1) set and reset passwords; 2) define and maintain security roles; 3) define and maintain user profiles; and 4) define and maintain database access levels.
	M
	
	

	TR–
	31 
	The system must allow DOR to configure the following security parameters: 1) number of consecutive invalid logon attempts before locking out the account; 2) number of days before a password change is necessary; and 3) time-out length before a session is disconnected.
	M
	
	

	TR–
	32 
	The system must allow authorized users to perform remote system administration functions through a function accessed via Internet Explorer 6.0 or above.
	M
	
	

	TR–
	33 
	The system must provide system event/error logs to record executed functions, system errors and warnings to facilitate diagnosis and reconciliation of system errors. This capability must be able to be activated or deactivated during runtime.
	M
	
	

	TR–
	34 
	The system must allow authorized users to archive system event/error logs and audit logs in order to manage space and performance considerations. 
	M
	
	

	
	
	Security
	
	
	

	TR–
	35 
	The system must require the use of password-based authentication to restrict logical and physical access to the system to authorized users.
	M
	
	

	TR–
	36 
	The system must enforce password standards in accordance with DOR passwords guidelines. See the Bidders’ Library for a copy of the ERS Password Guidelines.
	M
	
	

	TR–
	37 
	The system must not store or display passwords in clear text form. All passwords must be stored in a hashed or encrypted state.
	M
	
	

	TR–
	38 
	The system must provide the ability for users to maintain their passwords.
	M
	
	

	TR–
	39 
	The system must control security authorization at various levels within the system and database, including field, record, table, module and functional level.
	M
	
	

	TR–
	40 
	The system must provide the ability to assign access rights by user, unit and district.
	M
	
	

	TR–
	41 
	The system must present data and screens (pages) appropriate to each user based on the user’s security role and group.
	M
	
	

	TR–
	42 
	The system must maintain an audit trail and provide the ability to generate an audit report of all adds, changes, and deletes to the database.
	M
	
	

	TR–
	43 
	The audit report must contain the following information: 1) user ID; 2) table ID; 3) record ID; 4) IP address; 5) date/time stamp; and 6) the “after” image.
	M
	
	

	TR-
	43a
	The system must write audit trail entries to a secure log/table/file that is not used for other application or system functions. Access to the audit trail entries will be limited to authorized system administrators. 
	M
	
	

	TR-
	43b
	All system logs and audit trail logs must be read-only and not modifiable by users or system administrators.
	M
	
	

	TR-
	43c
	The system must allow authorized users to generate a report of users showing the users’ access rights by user ID, unit/branch/district, and user group,
	M
	
	

	TR–
	44 
	The system must provide a user access and usage log.
	M
	
	

	TR–
	45 
	The user access and usage log must contain the following information: 1) user ID; 2) date/time stamp of logon attempt (whether successful or not); 3) date/time stamp of logoff; and 4) IP address.
	M
	
	

	TR–
	46 
	The system must be implemented with a security infrastructure for protection of programs and data from intentional unauthorized access attempts as well as security breaches due to accidental causes.
	M
	
	

	TR–
	47 
	The system must notify designated users whenever a user account is locked out due to exceeding the number of consecutive invalid logon attempts.
	M
	
	

	TR–
	48 
	The system must provide application security integrated with database security.
	M
	
	

	TR–
	49 
	The system must provide the ability to encrypt confidential and sensitive data. The data to be encrypted currently includes Social Security Numbers, driver’s license numbers, and federal ID numbers. A small amount of additional data may be identified during system design after contract award. 
	M
	
	

	TR–
	50 
	The system must enforce a time-out and disconnect a user session when the session has been idle for a period exceeding the pre-defined (DOR configurable) time limit for inactivity.
	M
	
	

	TR–
	51 
	The system must lock out a user account after a pre-defined (DOR configurable) number of consecutive invalid logon attempts.
	M
	
	

	TR–
	52 
	The system must allow a single user ID to have multiple open sessions on the same PC.
	M
	
	

	TR–
	53 
	The system must prevent a single user from having open sessions on more than one computer. If a user initiates a concurrent session on a second PC, the system must terminate the first session.
	M
	
	

	TR–
	54 
	The system must not store password “cookies”.
	M
	
	

	
	
	System Performance & Availability
	
	
	

	TR–
	55 
	The system must complete 95% of online transactions within three (3) seconds. The system must complete 99.9% of all online transactions within ten (10) seconds. 

For the purposes of this requirement, transaction is defined as a user initiated event, i.e., from the time the user clicks the mouse or presses “Enter” until the time when a response is returned to the user or the user is free to perform another action.

Note: for the purpose of this requirement, the Bidder may assume a network latency of no more than 200 milliseconds. 
	M
	
	

	TR–
	56 
	The system must complete 90% of predefined report/queries in less than thirty (30) seconds.
	M
	
	

	TR–
	57 
	The system must be available from 6:00 am to 10:00 pm, seven (7) days a week, excluding required maintenance periods. 
	M
	
	

	TR–
	58 
	The Contractor’s delivered system and infrastructure must provide 98% up-time during operational hours over the course of one year. The Contractor shall not be responsible for downtime associated with DTS maintenance schedules or outages.
	M
	
	

	
	
	Accessibility
	
	
	

	TR–
	59 
	The system must comply with State and federal disability accessibility laws and standards, specifically Section 508 of the Rehabilitation Act as referenced in Government Code 11135, and the Information Organization, Usability, Currency, and Accessibility Working Group (IOUCA) Accessibility Recommendations. See the Bidders’ Library for the IOUCA recommendations and Section 508 standards.
	M
	
	

	TR–
	60 
	The system must be accessible to DOR staff and interface with assistive technologies through device configuration.

Assistive technologies include:

Braille Displays

· PowerBraille 80

· RBT40

· HandyTech Mod80

· Alva Series 3

· PacMate (which is also a note taker)

AT Software

· JAWS (v8 and v9)

· WindowEyes (v6.1)

· ZoomText (v8 and v9)

· MAGic

· Dragon NaturallySpeaking (DNS)

CCTVs

· Numerous models
	M
	
	

	TR–
	61 
	The screen/page display must be at 800X600 resolution.
	M
	
	

	
	
	User Interface
	
	
	

	TR–
	62 
	The system must provide the ability for the individual user to change/customize the color/font scheme displayed for their session.
	M
	
	

	TR–
	63 
	The system must provide word processing features including: 1) spell and grammar check; 2) cut/paste; and 3) copy.
	M
	
	

	TR–
	64 
	The system must provide the ability to change cursor style (e.g., block, underscore).
	M
	
	

	
	
	Interfaces and Imports/Exports
	
	
	

	TR–
	65 
	The system must provide real-time interfaces to the Financial Management System (FMS), Bank Check Matching (BCM) system, and the Personnel Management System (PMS). 
	M
	
	

	TR–
	66 
	The interfaces to FMS, BCM, and PMS must utilize either ACE or EntireX, which are supported by DTS.
	M
	
	

	TR–
	67 
	If the system does NOT provide the ability to generate, track, and print checks and bank drafts as specified in Requirements DVF-44 through 46, the system MUST create data export and import files (flat files) to and from DOR’s Check Writing System. See the Bidders’ Library for Check Writing System file layouts.
	M
	
	

	TR–
	68 
	The system must create the following data export files (flat files): 1) RSA 911 for the Rehabilitation Services Administration; 2) Social Service Administration (SSA) Claim file to the California Department of Health Care Services; and 3) SSA Wage file to the California Employment Development Department. See the Bidders’ Library for file layouts.
	M
	
	

	TR–
	69 
	The system must import reference information for: 1) zip codes (from the United States Postal Service); and 2) Standard Occupational Classification (SOC) System. See the Bidders’ Library for URLs to sites with the desired information.
	M
	
	


	Bidder’s Certification and Initials: We agree to provide a system that will meet all mandatory technical requirements stated in Section E.2., above. 
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E.3 Mandatory Implementation & Administrative Requirements

E.3.1 Mandatory Implementation Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page #)

	
	
	General
	
	
	

	IM–
	1 
	The Contractor must perform 75% of configuration, customization and implementation work on-site at the DOR headquarters location in Sacramento to facilitate knowledge transfer to State staff. DOR anticipates approximately eight (8) full time equivalent DOR staff will be available to work with the Contractor and who will be the recipients of knowledge transfer.
	M
	
	

	IM–
	2 
	The Contractor must utilize DOR-provided workstations to connect to the DOR network. Contractors will not be allowed to access the DOR system with their own laptops for security reasons. DOR will provide workstations for up to twelve (12) Contractor staff with the following specifications and software:

· Pentium III PC with 256KB RAM

· 60 GB hard drive, 1 GB of memory, GHz Duo processor

· Operating System - Microsoft Windows XP Professional, Service Pack (SP) 2

· Microsoft Office 2000 (Standard), SP 3

· Microsoft Project 2003, SP 2

· Microsoft Visio 2003, SP 2

· Microsoft Access, SP 3

· Zephyr Passport, version 2004-2716-3 

If required, nine (9) of the twelve (12) workstations will have:

· Dual core processors

· 3 GB of RAM

· 100 GB hard drive

Out of these nine, two (2) will be laptops for mobility purposes. 
	M
	
	

	IM–
	3 
	If any tool sets are needed for development and implementation for ERS, the Contractor must specify the software on Form C10, ERS COTS Software Proposed. DOR will purchase the software tool sets for up to twelve (12) Contractor staff as needed. All tool set licenses will remain with DOR upon completion of the project.
	M
	
	

	IM–
	4 
	The Contractor will be provided with on-site space for up to twelve (12) Contractor staff. The following space is typical of what will be furnished to the Contractor staff:

· One (1) cubicle, 80 sq. ft.

· Six (6) cubicles, 64 sq. ft

· One (1) Quiet (Project) Room (96x120) with network access using a switch to accommodate three to five (3-5) staff

Conference rooms and access to general office equipment (copiers, fax machines) are available throughout the building and can be utilized by Contractor staff.
	M
	
	

	IM–
	5 
	The Contractor must encrypt any DOR data that is stored on a Contractor’s moveable device using a DOR approved encryption standard. 

Moveable devices include laptops/notebook PCs, Blackberries, removable storage such as flash drives, etc. At the end of the contract, all DOR data must be returned to DOR or deleted.
	M
	
	

	IM–
	6 
	The Contractor must be available to travel to DOR and/or DTS sites within the greater Sacramento metro area. Travel costs to these locations will not be paid separately. It is not anticipated that any other travel will be required by the Contractor.
	M
	
	

	
	
	Project Management
	
	
	

	IM–
	7 
	The Contractor’s project management processes must comply with the Project Management Institute’s Project Management Body of Knowledge (PMBOK). 
	M
	
	

	IM–
	8 
	The Contractor must integrate their project management processes (issue tracking, risk tracking, schedule management, change management) with the DOR ERS project management processes. See the Bidders’ Library for the DOR ERS project management processes. 
	M
	
	

	IM–
	9 
	The Contractor must comply with DOR and DTS System Change Control Processes to manage proposed changes and enhancements to the hardware, software, and requirements. The System Change Control Process must include steps for DOR approval of the change, coordination of the implementation with DOR and DTS, testing of the change prior to installation in the production environment, and approval of the final change in the production environment by DOR and DTS. 
	M
	
	

	IM–
	10 
	The Contractor must attend and participate in weekly project management meetings and monthly/quarterly ERS Project Steering Committee meetings.
	M
	
	

	
	
	System Development
	
	
	

	IM–
	11 
	The system must be developed using a proven development methodology (i.e., Systems/Software Development Life Cycle (SDLC)) to ensure quality and reliability of the software. 
	M
	
	

	IM–
	12 
	DOR will utilize both an Independent Verification and Validation (IV&V) contractor and an Independent Project Oversight Consultant (IPOC) who will verify and validate the selected contractor’s performance and deliverables provided under this contract. The Contractor must work cooperatively with the State’s IV&V contractor and IPOC, and provide project data and supporting documentation when requested. 
	M
	
	

	IM–
	13 
	The Contractor must analyze and validate the requirements contained in Section VI, Functional and Technical Requirements. The results of the analysis and validation, and any additional derived requirements must be documented in the System Requirements Specification (refer to CD-28). Upon approval by DOR, the System Requirements Specification shall serve as the basis for system configuration and customization, and all phases of testing.
	M
	
	

	IM–
	14 
	The Contractor must analyze and validate the system interfaces identified in the functional requirements. The results of the analysis and validation must be documented in the Detailed Design Document (refer to CD-31), including any redesign of new and remaining existing system interfaces and the testing approach for the new interfaces. 
	M
	
	

	IM–
	15 
	The Contractor must perform data conversion of all data identified for conversion from the legacy systems to the new system. DOR expects to convert cases closed within the last five (5) years and open cases. 

DOR will assist the Contractor by performing data cleanup, extracting data from the legacy systems, and assisting to resolve anomalies found during the conversion process. The Contractor shall be responsible for developing the strategy for data conversion, working with DOR to analyze the different types of data to develop the best approach for each system, defining the new data structures, performing the conversion, loading the converted data and analyzing any conversion failures. The Contractor and DOR shall work together to validate that the converted data has been correctly loaded to the new system. Information on the various systems is available from the Bidders’ Library.
	M
	
	

	IM–
	16 
	Data must be converted from the Field Computer System (FCS). The current volume of data that may require conversion is approximately twelve (12) GB.
	M
	
	

	IM–
	17 
	Data must be converted from the Client Accounting System (CAS). The current volume of data that may require conversion is approximately eight (8) GB.
	M
	
	

	IM–
	18 
	Data must be converted from the Personnel Management System (PMS). The current volume of data that may require conversion is approximately fifteen (15) MB.
	M
	
	

	IM–
	19 
	The Contractor must test the conversion tool(s) and process(es) on a subset of legacy data prior to performing conversion of the entire data extract.
	M
	
	

	IM-
	19a
	DOR legacy data must be tested and converted on the servers housed at DTS. The Bidder is prohibited from testing and storing DOR legacy data on its company’s servers and network. The Bidder may create test data for use in testing at their own location.
	M
	
	

	IM–
	20 
	The Contractor must provide to DOR a listing of all errors encountered during the final data conversion runs for each system. 
	M
	
	

	IM–
	21 
	After the final data conversion runs for each system, the Contractor must provide to DOR a report of the data conversion results for each system.
	M
	
	

	IM–
	22 
	The Contractor must notify DOR of COTS system releases, bug fixes and version upgrades within sixty (60) calendar days of their availability. 
	M
	
	

	IM–
	23 
	The Contractor must work with DOR to determine the approach to incorporating the COTS releases, bug fixes and version upgrades. 
	M
	
	

	IM–
	24 
	New versions of the COTS products must be in productive use for a minimum of six (6) months prior to being installed on the system to ensure stability of the new version.
	M
	
	

	IM-
	24a
	COTS products must be either the current version or the immediately prior version of the software as of the Final Proposal due date. 
	M
	
	

	IM–
	25 
	A full system backup must be performed prior to making any system changes.
	M
	
	

	IM–
	26 
	A full rollback and recovery must be performed in the event of a problem with a system change.
	M
	
	

	
	
	Business Process Re-Engineering
	
	
	

	IM-
	27 
	The Contractor must provide training to DOR staff on BPR concepts, approaches and activities (not to exceed fifty (50) persons).
	M
	
	

	IM-
	28 
	The Contractor-provided BPR training must include techniques and methods for gathering and documenting the “As-Is” processes. DOR staff will perform the gathering and documenting of the “As-Is” processes. 
	M
	
	

	IM-
	29 
	The Contractor must provide ongoing coaching and mentoring, including coaching sessions at least monthly, to six (6) DOR staff who will manage and perform BPR activities. 
	M
	
	

	IM-
	30 
	At the monthly coaching sessions, the Contractor must provide guidance and suggestions to DOR staff regarding methods to address problems or opportunities to pursue related to documenting and analyzing the existing business processes.
	M
	
	

	IM-
	31 
	The Contractor must assist DOR staff in analyzing the “As-Is” processes and developing the “To-Be” processes by providing input on system capabilities and business process best practices. The intent is to take advantage of the inherent workflow and best practices within the selected COTS system in order to improve the current manner in which DOR operates. See the DOR Business Process and Process Participant Inventory in the Bidders’ Library for more information. 
	M
	
	

	IM-
	32 
	The Contractor must perform the gap analysis between the proposed solution and the ERS requirements, including developing and implementing strategies to resolve for the gaps.
	M
	
	

	IM-
	33 
	The Contractor must provide samples and templates of business process documentation, including process diagrams, workflows, and process descriptions.
	M
	
	

	IM-
	34 
	The Contractor must train DOR staff on the use and customization of the Contractor-provided business process documentation templates and samples (not to exceed six (6) persons).
	M
	
	

	IM-
	35 
	The Contractor must provide an overview and training on the system capabilities and features that can be used to streamline the new business processes (not to exceed fifty (50) persons) to assist with development of the “To-Be” processes.
	M
	
	

	IM-
	36 
	The Contractor must work with DOR staff to develop the “To-Be” processes by providing recommendations, suggestions, and assistance in validating the proposed processes. DOR staff shall develop the “To-Be” process documentation. 
	M
	
	

	IM–
	37 
	The Contractor must analyze and map the existing user roles in the current systems to the new roles and access levels in the ERS, and must configure the system for the user roles and access levels to implement the business processes. DOR will assist in the analysis of the current roles and with the configuration of the user roles and access levels to facilitate knowledge transfer. 
	M
	
	

	IM–
	38 
	The Contractor must train DOR staff on the new and modified business processes as part of the train-the-trainer training and must include the new/modified business processes in the training materials produced for the end user training. (Refer to requirement CD-42.)
	M
	
	

	IM-
	39 
	The Contractor must provide training to DOR staff on change leadership concepts, approaches and activities (not to exceed fifty (50) persons).
	M
	
	

	IM-
	40 
	The Contractor must provide ongoing coaching and mentoring, including coaching sessions at least monthly, to six (6) DOR staff who will manage and perform change leadership activities. 
	M
	
	

	IM-
	41 
	At the monthly coaching sessions, the Contractor must provide guidance and suggestions to DOR staff regarding methods to address problems or opportunities to pursue related to addressing organizational change concerns.
	M
	
	

	IM-
	42 
	The Contractor must facilitate quarterly meetings with DOR stakeholders and staff to assess progress and effectiveness of the change leadership efforts, and to provide suggestions to maximize effectiveness.
	M
	
	

	IM-
	43 
	The Contractor must provide templates of change leadership documentation and samples of change leadership tools which can be used by DOR to perform communications and outreach.
	M
	
	

	IM-
	44 
	The Contractor must train DOR staff on the use and customization of the Contractor-provided change leadership templates and samples (not to exceed six (6) persons).
	M
	
	

	
	
	Training and Knowledge Transfer
	
	
	

	IM–
	45 
	The Contractor must be responsible for providing the following types of training: 1) train-the-trainer training for end user trainers; 2) help desk staff; 3) system administrator and technical staff; 4) accounting staff; and 5) JAWS users.

DOR will provide the training classrooms for these ERS training sessions. The training classrooms will accommodate up to eighteen (18) students and will be located at DOR headquarters. Note: Training set-ups for the end user training, conducted by DOR trainers, will vary by office location and will not include computers in the classrooms. End user training will consist of lecture in a conference room, over-the-shoulder training at each user’s workstation, and may be supplemented by CBT. DOR does not have the budget to rent outside training facilities.
	M
	
	

	IM–
	46 
	The Contractor must provide a total of five (5) train-the-trainer training sessions for the end user trainers. Each training session will have a maximum of twelve (12) students, with a total of fifty (50) DOR trainers. 
	M
	
	

	IM-
	47 
	The train-the-trainer training must include all system functions and modules, as well as providing workflow and business scenario training using the system.
	M
	
	

	IM–
	48 
	The Contractor must provide a cost per session for additional train-the-trainer sessions that may be purchased at the option of DOR.
	M
	
	

	IM–
	49 
	The Contractor must provide detailed, onsite, instructor-led technical training to approximately five (5) DOR help desk staff and approximately three (3) system administrators, including developers and technical staff. The technical training must focus on the infrastructure and system architecture, the system administration tools and facilities, and the activities needed to operate and maintain the system, including management and operation of the system interfaces. 
	M
	
	

	IM–
	50 
	The Contractor must provide specialized, onsite, instructor-led training for approximately ten to fifteen (10-15) accounting staff, focusing on the tracking and issuance of payments.
	M
	
	

	IM-
	 50a
	The Contractor must provide up to five (5) specialized training sessions to train JAWS users on how to access the system using JAWS. There will be up to 20 participants per session. These sessions will take place in DOR’s Central Office. 
	M
	
	

	IM–
	51 
	The training provided by the Contractor (as required by IM-45) must include lectures, formal class sessions, hands-on demonstrations and exercises, training materials, and reference materials.
	M
	
	

	IM–
	52 
	The Contractor must submit the training plan and training materials for approval prior to beginning training, including the training curriculum, outlines and student materials. Training must not commence until the DOR Project Manager has approved the materials.
	M
	
	

	IM–
	53 
	The training provided by the Contractor must include training evaluations to be completed by the students. Evaluations must be conducted for each training class, including Train-the-Trainer training. A summary of the results of the evaluations and the detailed evaluation results must be provided directly to the DOR Project Manager.
	M
	
	

	IM–
	54 
	The training provided by the Contractor must include the use of post-training certification test(s) to evaluate the effectiveness of the training and include a printed certificate indicating successful completion and mastery of the concepts.
	M
	
	

	IM–
	55 
	In the event that training evaluations and post-training certification test results do not meet designated thresholds, the Contractor must provide follow-up training to address topics that were not well understood. The Contractor and DOR shall develop the evaluation thresholds as part of developing the Training Plan after contract award (expected to be 90% mastery for Trainers and 75% mastery for all other users). The Contract must modify or update the appropriate training materials to address topics which were not well understood.
	M
	
	

	IM–
	56 
	The Contractor is responsible for managing, loading and maintaining the training environment and the appropriate training data to support all Contractor-provided training activities. 
	M
	
	

	IM–
	57 
	To facilitate knowledge transfer to DOR technical staff, the Contractor must provide design/code walkthroughs of system documentation (including interfaces and reports) prior to system test. The walkthroughs must include a discussion of the design, specific code/configuration details, and a discussion of any tools used. 
	M
	
	

	IM–
	58 
	In addition to the design/code walkthroughs, the Contractor must provide a minimum of 100 hours of informal knowledge transfer sessions and job-shadowing sessions for designated DOR staff prior to the ERS Production Acceptance Period. These knowledge transfer sessions must address such topics as administering and maintaining the system (including code tables and system configurations), diagnosing system errors, and reviewing and interpreting system logs and monitoring data. 
	M
	
	

	
	
	Testing
	
	
	

	IM–
	59 
	The Contractor must conduct unit, integration, system, performance, and regression testing. The Contractor must develop all test documentation and data for documenting the results of the test and for tracking any test defects and anomalies to resolution. 

DOR and the IV&V will witness, at a minimum, the system and performance testing efforts. 
	M
	
	

	IM–
	60 
	The Contractor must utilize a defect tracking tool to manage defects throughout the various test phases and the warranty period. At the conclusion of the ERS Production Acceptance Period, the Contractor must export the data from the defect tracking tool into a comma-delimited file for DOR. (DOR will not be procuring licenses for the defect tracking tool.)
	M
	
	

	IM–
	61 
	The Contractor must assist DOR with user acceptance testing, as requested. DOR is responsible for developing the user acceptance test scripts and data, and for executing the tests. DOR and the Contractor will jointly track and analyze any errors and anomalies found during user acceptance test. 
	M
	
	

	
	
	System Implementation
	
	
	

	IM–
	62 
	The Contractor must begin transitioning system administration responsibilities to DOR during the ERS Production Acceptance Period. During this time, DOR and the Contractor shall work together to analyze and resolve any system defects and anomalies. 
	M
	
	

	IM–
	63 
	The ERS must be implemented as follows:

a) A pilot phase, consisting of 2 full districts (Orange/San Gabriel District and Northern Sierra District), will use ERS as the system of record for two (2) months.

b) After successful completion of the pilot, the remaining district offices and headquarters will be transitioned to ERS in a phased implementation over a four (4) month period. The Contractor will develop a roll-out strategy and present it to DOR for approval (refer to requirement CD-40).
The following are the assumptions for the implementation period:

· A train-the-trainer approach will be used to train fifty (50) DOR staff to be trainers.

· The DOR trainers will use a combination of lecture and hands-on training to train end users at district and larger branch offices.

· Computer-based training will be used to augment the training provided by the DOR trainers.

· DOR trainers will continue to function as mentors to the districts/offices and will provide technical assistance after training. At least one (1) of the trainers will be a district staff.

· Two (2) pilot districts will be trained first, prior to implementation. 

· The remaining 11 districts will be trained over a four-month period. Approximately three (3) to four (4) districts will be trained per month. 

· Up to five (5) trainers will be provided for each district. 
	M
	
	


	Bidder’s Certification and Initials: We agree to meet all mandatory implementation requirements stated in Section E.3.1, above.
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E.3.2 Mandatory Contract Deliverable Requirements 

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section 

(Vol., Tab, Page #)

	CD–
	1 
	The Contractor must propose a format and outline for each deliverable and obtain DOR approval prior to deliverable preparation. This approval process must include submission of a Deliverable Expectation Document (DED). The goal for the use of the DED is to ensure that a common understanding exists between DOR and the Contractor regarding the scope and content (depth and breadth) of the deliverable prior to the Contractor beginning work on the deliverable. The complexity of the DED will be proportional to the complexity of the deliverable. The DED must summarize the key content of the deliverable including, where appropriate, key figures, diagrams and tables. 
	M
	
	

	CD–
	2 
	The Contractor must use the DOR standard suite of desktop tools consisting of Microsoft Office 2000 (Standard), Project 2003, and Visio 2003 in the preparation of all Contract correspondence and deliverables.
	M
	
	

	CD–
	3 
	The Contractor is required to establish and maintain compatibility with the DOR standard suite of desktop tools referenced in CD-2 at no cost to DOR.
	M
	
	

	CD–
	4 
	The Contractor must submit all deliverables electronically via email. Deliverables must be submitted in their native format (e.g., Microsoft Word, Excel, etc.). 
	M
	
	

	CD–
	5 
	All deliverables must be submitted in Arial 14 point font.
	M
	
	

	CD–
	6 
	A signed transmittal letter and a copy of the approved DED must accompany all deliverable submissions. 
	M
	
	

	CD–
	7 
	The deliverable transmittal letter must contain the following certification: “I certify that this deliverable has been prepared in accordance with the relevant terms and conditions of the contract.”
	M
	
	

	CD–
	8 
	The Contractor Project Manager must certify each deliverable as complete.
	M
	
	

	CD–
	9 
	Deliverables must be provided by the scheduled dates for their completion as approved by DOR in the Project Work Plan.
	M
	
	

	CD–
	10 
	The Contractor must submit each deliverable to the DOR Project Manager or their designee. 
	M
	
	

	CD–
	11 
	Each deliverable will require a negotiated DOR review period to be included in the Project Work Plan. Unless agreed upon otherwise, DOR review time shall not be less than ten (10) State business days.
	M
	
	

	CD–
	12 
	The Contractor must perform a walkthrough of each deliverable with DOR staff approximately two (2) State business days after submission of the draft deliverable.
	M
	
	

	CD–
	13 
	Should revisions to the deliverable be required, the Contractor will receive written notice from DOR of said changes and reflect them in the deliverable within five (5) State business days of receiving said list of changes. DOR may, at its discretion, allow a period longer than the five (5) State business days in consideration of the scope of the changes.
	M
	
	

	CD–
	14 
	Unless agreed upon otherwise, DOR’s review time after receipt of the revised deliverable shall not be less than five (5) State business days.
	M
	
	

	CD–
	15 
	The Contractor must not change a deliverable that has been accepted by DOR without the approval of DOR.
	M
	
	

	CD–
	16 
	The Contractor must agree that DOR acceptance of deliverables shall be based upon the following:

a) The deliverable must address all components required by the Contract and any areas agreed upon subsequently through meetings and planning sessions.

b) The deliverable must address and be consistent with all components included in the DED as presented to and approved by DOR in preparation for development of the deliverable. 

c) Deliverable documents must be organized in a structured manner and be professional in presentation. 

d) Deliverable documents must be consistent throughout in style and quality. This means if the document is the composite work of many people within the Contractor’s organization, the document must be edited for style and consistency.
	M
	
	

	CD–
	17 
	When DOR requires deliverables to be revised, the Contractor must clearly identify the revisions in the revised deliverable. 
	M
	
	

	CD–
	18 
	In the event DOR agrees to accept on an interim basis a deliverable document with one or more parts left incomplete, the Contractor must provide to DOR a document indicating the date for completion, the basis for the incomplete portions, and the impact of any incomplete portions of the document on the Contract milestones.
	M
	
	

	CD–
	19 
	The Contractor must provide the following minimum deliverables:

· Detailed Project Work Plan

· Monthly Status Reports

· ERS Steering Committee Presentations

· Quality Assurance Plan

· Business Process Re-Engineering (BPR) Coaching and Mentoring Plan

· System Gap Analysis

· Communication Plan

· Configuration Management Plan

· System Requirements Specification

· System Architecture Design Document

· Detailed Design Document with Interface Specifications

· Data Conversion Plan 

· Test Plan

· Test Scripts

· Test Results Report for each phase of testing

· Pilot Results Report

· Implementation and Transition Plan

· Training Plan

· Training Materials

· User Manual(s) 

· System Administration Manual(s)

· Backup and Recovery Procedures

· Maintenance and Operations Plan and Procedures, including Help Desk Support 

· Custom Code Source

· Documentation of Custom Code

· COTS Packages, including software, manuals, manufacturer warranties and licenses
	M
	
	

	CD–
	20 
	The Detailed Project Work Plan must specify:

· Detailed tasks

· Durations

· Start and end dates

· Resource loading and task ownership including contractor and DOR resources

· Dependencies

· Milestones

· Critical path

· List of project deliverables, including documentation delivery milestones

· Key project milestones
	M
	
	

	CD–
	21 
	The Monthly Status Reports must specify:

· Tasks planned for the current month

· Tasks completed during the current month

· Tasks planned for the next month

· Current schedule status

· Current issue summary

· Current risk summary, including status of mitigation and contingency actions

· Current change summary 
	M
	
	

	CD–
	22 
	The ERS Steering Committee Presentations must provide an overview of project status, key activities completed, key activities underway, and any significant project issues and risks.
	M
	
	

	CD–
	23 
	The Quality Assurance Plan must specify:

· Approach to ensuring quality for the ERS 

· Process reviews and product reviews to be conducted

· Checklists and measures to be used in the reviews

· Approach to addressing defects and quality deficiencies
	M
	
	

	CD–
	24 
	The Business Process Re-Engineering (BPR) Coaching and Mentoring Plan must specify:

· Recommended approach to performing BPR for ERS

· Approach to training and mentoring DOR staff on performing the BPR for ERS

· Description of training, coaching, and mentoring activities

· Roles and responsibilities

· Tools and techniques that will be utilized 

· Documentation to be produced by the Contractor to support the coaching and mentoring
	M
	
	

	CD–
	25 
	The System Gap Analysis must specify:

· Gaps between the base COTS product and the ERS functional and technical requirements

· Methods to address the gaps between the base product and the ERS functional and technical requirements (i.e., configuration, customization, additional products), and the impacts and risks of the proposed resolution. For instance, if customization is required, what is the impact to maintenance and operation, and what skill sets will be needed.
	M
	
	

	CD–
	26 
	The Communication Plan must include:

· The strategy for communicating with stakeholders about the ERS project and system. 

· Methods for assessing communication effectiveness

· Suggested timelines for communications to ensure maximum effectiveness

· Methods for gathering and addressing feedback to assist with managing change concerns

· Roles and responsibilities

· Tools and techniques that will be utilized

· Recommendations for communications materials

· Sample communications materials
	M
	
	

	CD–
	27 
	The Configuration Management Plan must specify:

· Identification of configuration items

· Definition of the process for managing the configuration items

· Version and release management of configuration items to the development, test and production environments

· Management of the configuration of the development, test, training and production environments

· How proposed changes to the environments, hardware configuration, and software will be proposed and coordinated with DOR and DTS.

The Configuration Management Plan must generally conform to IEEE 828, Standard for Software Configuration Management Plans, by addressing all elements advised by the standard.
	M
	
	

	CD–
	28 
	The System Requirements Specification must contain:

· Introduction including the purpose, scope and overview of the Specification

· Baseline requirements set for the system, including expanded definitions of each base requirement in order to demonstrate Contractor understanding

· Updated requirements traceability matrix showing traceability from the RFP requirements to the baseline requirements

The System Requirements Specification must generally conform to IEEE 1233, Guide for Developing Systems Requirements Specifications, by addressing all elements advised by the standard.
	M
	
	

	CD–
	29 
	The requirements included in Section VI, Functional and Technical Requirements, serve as the baseline requirement set to perform the requirements specification function. Modifications to the baseline requirement set must be expected and will be processed through DOR’s change management process.
	M
	
	

	CD–
	30 
	The System Architecture Design Document must contain:

· Description of the proposed hardware 

· Description of the software, including development tools, languages, technology, software versions, database, COTS products, middleware, reporting tools, administration tools, and other software modules

· Communication interfaces between the various system components (e.g., communication between application tiers)

· Operating system platform

· Application architecture

· Relationships between all system components, in pictorial and narrative form

· Network topology diagram for the proposed solution
· Network-driven data flow diagram

· Security architecture for the proposed solution
· Contractor’s specific approach to performance and capacity modeling for ERS based on the proposed architecture and hardware

The System Architecture Design Document must generally conform to IEEE 1471, Recommended Practice for Architectural Description of Software-Intensive Systems, by addressing all elements advised by the standard.
	M
	
	

	CD–
	31 
	The Detailed Design Document with Interface Specifications must contain:

· Capabilities, functions and features of the system 

· Description of the overall design concept

· High-level summary of the design

· Description of Contractor-developed software modules, interfaces and reports

· Software design using narrative, pseudo code, tables, flow charts, data flow diagrams, screen formats/layout, etc. describing or depicting inputs, outputs, data flows, control flows, manual and automated processing, and exception and error handling

· Description of the system’s role-based user access/authority

· Report layout for standard reports

· Data model and relationships

· Database(s) design and structure

· System interface design 

· Specific formulas and calculations used to establish the system storage and processing needs

· Specific assumptions used to size the database(s) and processor

· Estimates for growth and peak performance

· Archive strategy for management of data and system performance, and methods of restoring data from archive storage

The Detailed Design Document must generally conform to IEEE 1016, Recommended Practice for Software Design Descriptions, by addressing all elements advised by the standard.
	M
	
	

	CD–
	32 
	The Data Conversion Plan must contain:

· Approach to data conversion, including how converted data will be moved to the production system

· Description of the conversion process, including:

· How the data will be extracted from the legacy systems

· How the data will be converted to the new structure

· How the data will be loaded to the new system

· How errors and anomalies in the conversion process will be addressed

· How data cleanup will be addressed and expectations for DOR participation

· Database Schema for the new database(s)

· Data mapping (legacy data elements to new data elements)

· Input and output record layouts

· Location of source and target data

· File/table sizing information

· File/table volume information

· Data conversion schedule

· Roles and responsibilities of Contractor and DOR staff for the conversion process
	M
	
	

	CD–
	33 
	The Test Plan must contain:

· Test objectives and test strategy

· Approach to creating and maintaining the test data

· High-level test design and test cases 

· Documentation to be produced during the testing activities

· Test suspension activities and test resumption activities

· Risks and contingencies

The Test Plan must generally conform to IEEE 829, Standard for Test Documentation, by addressing all elements required by the standard.
	M
	
	

	CD–
	34 
	The Test Scripts must contain:

· Specific test objectives, including requirements to be verified

· Specific test preparation activities, including setup of the test data and test environment

· Specific test activities with expected results and actions to be taken

· Specific criteria used to determine if the test has passed or failed
	M
	
	

	CD–
	35 
	The Test Results Report must contain:

· A summary of all tests executed and their results

· A summary of all anomalies and errors found during testing and their resolution or status

· A list of the system configuration at the end of testing (e.g., versions of software modules, system settings, etc.) as compared to the start of testing

· The Contractor’s substantiated recommendation for either resolution of problems (and further testing) or to progress to the next phase
	M
	
	

	CD–
	36 
	A Test Plan, set of Test Scripts, and a Test Results Report must be delivered for each phase of testing including unit, integration, system, performance and regression testing. Test results from unit and integration tests must be available to DOR upon request.
	M
	
	

	CD–
	37 
	The Contractor must provide all test data for these phases. DOR will provide the test data for the acceptance test.
	M
	
	

	CD–
	38 
	The Contractor must work with DOR to develop the Acceptance Test Plan and scripts, and must assist with the execution of the Acceptance Test.
	M
	
	

	CD–
	39 
	Any Acceptance Test anomalies must be tracked and analyzed jointly by DOR and Contractor staff.
	M
	
	

	CD-
	39a
	The Pilot Results Reports must contain:

· A summary of the activities that occurred during the pilot phase, including a timeline of the activities

· A summary of any changes made to the system during the pilot phase

· A summary of the defects identified during the pilot phase and the current status of each defect (i.e., in analysis, assigned, corrected, verified)

· The number of transactions processed by the ERS, including both online and batch transactions

· The number of users that accessed the ERS

· Any other issues and risks that were identified and the proposed/actual resolution or mitigations

· A recommended schedule of next steps including correction of defects, retesting, additional training, and preparation for full implementation to all offices
	M
	
	

	CD–
	40 
	The Implementation and Transition Plan must specify:

· Approach to preparing ISS staff and district offices for the new system

· Implementation strategy (e.g., which offices first, how many at a time, how to coordinate data between offices until all offices are operational, etc.)

· Implementation schedule

· Roles and responsibilities, including Contractor and DOR staff

· Approach to transitioning from the legacy systems to the new ERS 

· Roles and responsibilities during the transition period

· Procedures to ensure all legacy data has been correctly loaded

· Help desk procedures for addressing problems when the ERS is brought up

· Criteria used to ensure the ERS is functioning correctly

· Decision points for decommissioning legacy system(s)
	M
	
	

	CD–
	41 
	The Training Plan must specify:

· Approach to train-the-trainer training 

· Suggested approach to training system users, system administrators, and, if appropriate, external users

· Descriptions of course curriculum, training processes, and training material outline(s)

· Strategy for transferring system technical knowledge to DOR technical staff

· Training schedule

· Process to ensure the training was effective and how any remedial training will be addressed
	M
	
	

	CD–
	42 
	The Training Materials must include:

· Course outlines and content

· Student materials used during the training course(s)

· Training Manual (to be used by the trainers) describing the objectives of the course(s), key topics and exercises

· Description of each system function/module/feature

· Description of the data elements and their range of values and business rules

· Description of system workflows and “Day-in-the-Life” scenarios such as use cases.

· Hands-on and workbook exercises to reinforce system concepts

· Tips and key references for navigating the system

· Use of ad-hoc reporting tools and features
	M
	
	

	CD–
	43 
	All Training Materials must adhere to DOR’s accessibility format requirements as detailed in the Format for Training Materials document in the Bidders’ Library. 
	M
	
	

	CD-
	43a
	The Contractor is responsible for providing hardcopy training materials for all training sessions, including train-the-trainer training, end user training, system administrator and technical training, help desk training, accounting training, and AT user training.
	M
	
	

	CD–
	44 
	The Contractor must design refresher training modules and instruct DOR trainers on the maintenance and modification of the refresher modules.
	M
	
	

	CD–
	45 
	The Contractor must develop Computer-Based Training (CBT) modules for DOR users. The modules must provide an introduction to the system and a description of the basic functionality. The CBT modules must be either Internet-based or CD-ROM based.
	M
	
	

	CD-
	45a
	The CBT modules must be accessible and accommodate AT users.
	M
	
	

	CD–
	46 
	The Contractor must develop post-training certification tests to certify that internal users have demonstrated their ability to independently utilize the application functionality applicable to their work (75% mastery of the topics). Certification tests must be modular and modifiable by DOR Trainers to address future training needs.
	M
	
	

	CD–
	47 
	The User Manual(s) must describe:

· Features and functionality of the system

· System workflows, including mandatory data elements, expected actions for each workflow step, specific validations and business rules at each workflow step and tips to assist the users

· Procedures for creating ad hoc reports

· Supervisory controls and special features only available to managers and supervisors, including reassignment of their staff’s work, handling exceptions, and overriding workflow steps
	M
	
	

	CD–
	48 
	The System Administration Manual(s) must describe specific procedures for:

· Management of internal user accounts and security 

· Management of external user accounts and security

· Checklist for error and exception diagnosis and handling

· Changing system constants and parameters (e.g., rates, deadlines, etc.)

· Reviewing system and database logs for general activities, problems and trends

· Adding and modifying data elements and user-defined fields

· Creating and modifying standard reports and forms

· Creating and modifying system workflows

· Creating and modifying business rules and field validations

· Creating and modifying document types and templates

· Monitoring and managing interfaces and data imports/exports
	M
	
	

	CD–
	49 
	The Backup and Recovery Procedures must describe:

· Recommended backup schedule

· Tools used to accomplish the backup

· Method of testing the backup and recovery procedures

· Potential impacts and/or changes to DOR and DTS’ current backup processes and procedures
	M
	
	

	CD–
	50 
	The Contractor must conduct a test to ensure the backup and recovery procedures are correct and validate recovery results after the system has been installed at the local sites and prior to final system acceptance.
	M
	
	

	CD–
	51 
	The Maintenance and Operations Plan and Procedures must describe:

· Specific maintenance procedures for the system, such as applying software upgrades and patches, logging and correcting application errors, database re-sizing and re-indexing, etc.

· Specific operational procedures for the system, including such things as system monitoring, processing of batch files, etc.

· Operations schedule (e.g., batch jobs, maintenance windows, etc.)

· Suggested software maintenance schedule 

· Help desk support procedures, including escalation of support calls to the Contractor

· Contractor support contacts and escalation contacts in the event of critical problems
	M
	
	

	CD–
	52 
	Any custom-developed software code developed in support of the ERS must be delivered to DOR. This code must include:

· Source code, including appropriate comments and source code headers

· Software utilities developed 

· Configuration files (e.g., .DLL, .INI, etc.)

· Forms 

· Standard reports 
	M
	
	

	CD–
	53 
	The Contractor must deliver each COTS package, including software, manuals, manufacturer warranties, and licenses. 
	M
	
	

	CD–
	54 
	The number of licenses and warranties must support at least the current estimated user base:

· 2,000 total internal users

· 1,500 total concurrent internal users
	M
	
	

	CD–
	55 
	One (1) copy of each COTS manual must be provided in electronic format and one (1) copy must be provided in paper format.
	M
	
	

	CD–
	56 
	Server equipment to be housed at DTS will be procured by DTS based on the Contractor’s specifications and DTS’ supported equipment requirements specified in the DTS Service Catalog contained in the Bidders’ Library.
	M
	
	


	Bidder’s Certification and Initials: We agree to provide all mandatory contract deliverable requirements stated in Section E.3.2, above.


E.3.3 Mandatory Contractor Key Personnel Staffing Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Proposal Reference Section (Vol., Tab, Page # )

	ST–
	1 
	DOR has designated the following Contractor positions as Key Personnel:

· Contractor Project Manager

· System Architect

· Database Administrator

· Implementation Lead

· Data Conversion Lead

· Business Process Analyst

· Accessibility Subject Matter Expert

· Vocational Rehabilitation Subject Matter Expert

Note: It may be possible for a single individual to fill more than one of the other Key Personnel positions, if that individual can meet all of the requirements for the key positions and can perform all of the duties necessary for the key positions. A single individual cannot fill more than two (2) of the Key Personnel positions.

(Note: Desirable Contractor Key Personnel Staffing Requirements are contained in Section E.4.4.)
	M
	
	

	ST–
	2 
	The Contractor’s Key Personnel must have experience in the general areas of responsibility listed for that position and must possess good verbal and written English communication skills. 
	M
	
	

	ST–
	3 
	Contractor Project Manager

a) The Contractor Project Manager must be responsible for the day-to-day management of the Contract, including overall performance and Contract compliance. 

b) The Contractor Project Manager must be responsible for managing and coordinating the Contractor resources including any subcontractor resources assigned to the Contract, and for ensuring that all tasks in the Contractor’s Project Management Plan are executed in accordance with the DOR-approved schedule and DOR requirements. 

c) The Contractor Project Manager must be responsible for ensuring the timely completion and quality of contract deliverables.

d) The Contractor Project Manager must report to the ERS Project Manager.

e) The Contractor Project Manager must identify any potential problem areas, recommend solutions, and work closely and cooperatively with the DOR Project Manager to resolve issues quickly and fairly. 

f) The Contractor Project Manager must provide DOR with written status reports regarding actual progress as compared to what is projected in the schedule/work plans. 

g) The Contractor Project Manager is responsible for quality control over all deliverables submitted for review.

Minimum Experience Requirements:

1) Five (5) years experience working as a Project Manager on IT projects involving design, development / configuration, and implementation / installation. 

2) Six (6) months working as a Project Manager on an IT project for a government entity within the U.S.

3) Experience on at least one (1) IT project working as the Project Manager where the total project duration was at least eighteen (18) months, the one-time project cost was at least $10M, and the duration on the project was at least six (6) months.

4) Certification as a Project Management Professional (PMP) from the Project Management Institute (PMI) or other formal project management professional organization certification. 
	M
	
	

	ST–
	4 
	System Architect

a) The System Architect must be responsible for developing the system and application architecture including the appropriate interfaces to other systems. 

b) The System Architect is responsible for designing the ERS and the necessary interfaces in order to support the business needs of the ERS users, in terms of system performance, transaction load and number of users, and appropriate security measures to prevent compromise of data or data integrity. 

c) The System Architect must work with the Accessibility Subject Matter Expert and the Database Administrator (DBA) to develop the Detailed Design Document. 

d) The System Architect will work with DOR staff, subject matter experts, contract staff, and stakeholders.

Minimum Experience Requirements:

1) Five (5) years working as a System Architect on IT projects involving design, development / configuration, and implementation / installation. 
2) Experience on at least one (1) project working as the System Architect for a project involving the implementation of the proposed COTS product. 
3) Experience on at least one (1) project working as the System Architect for a project involving the integration of disparate platforms. 
4) Experience on at least one (1) project working as the System Architect on a web-based application where the total number of users is at least 1,500.
	M
	
	

	ST–
	5 
	Database Administrator

a) The Database Administrator (DBA) must be responsible for designing and implementing the database(s) for the ERS and assisting the System Architect with the Detailed Design Document. 

b) The DBA is responsible for designing and organizing the database(s) to meet DOR and DTS’ IT security standards, promote efficiency and maintainability, and to support future growth in transaction load and users. 

c) The DBA must work cooperatively with DOR and DTS technical staff to ensure the ERS is compatible with DOR and DTS’ standards and to transfer knowledge to DOR’ technical staff regarding the operations, maintenance and support of the ERS. 
d) The DBA must work with the System Architect and the Data Conversion Lead to establish the proper environment for meeting DOR’s reporting and daily processing needs. 

Minimum Requirements:

1) Five (5) years working as a DBA on IT projects involving design, development / configuration, and implementation / installation. 

2) Experience designing and developing databases for at least two (2) separate intranet / internet, browser-based systems.

3) Experience designing or acting as the DBA for at least two (2) systems which utilized the database management product being proposed for the ERS project.

4) Certification in the database product being proposed (e.g., Microsoft MCDBA, MCAD; Oracle Certified DBA, Certified Professional).
	M
	
	

	ST–
	6 
	Implementation Lead

a) The Implementation Lead must be responsible for coordinating the installation and implementation of the ERS in each district office location, and assisting district offices to prepare the staff for the implementation of ERS. 

b) The Implementation Lead will work with DOR to coordinate configuration and testing of equipment installed at DTS.

Minimum Requirements:

5) Three (3) years experience in IT working in system implementation, installation and/or equipment rollout. 

6) Experience on at least one (1) project implementing a browser-based system that is accessed by users in at least ten (10) separate geographical locations.
	M
	
	

	ST–
	7 
	Data Conversion Lead

a) The Data Conversion Lead must be responsible for coordinating the data conversion effort and working with DOR staff to identify and resolve data conversion errors and to establish data standards (validation) for the new system.

b) The Data Conversion Lead must work with DOR technical staff to obtain data to be converted, and must work with the DBA to prepare and load the converted data to the new database(s). 

Minimum Requirements:

7) Five (5) years working as a Data Conversion Lead on IT projects involving design, development/configuration and implementation/installation. 

8) One (1) year working as the Data Conversion Lead for a project(s) involving the design, implementation, and installation of a web-based system using the proposed RDBMS. 
	M
	
	

	ST–
	8 
	Business Process Analyst

a) The Business Process Analyst must be responsible for analyzing DOR’s business requirements and processes. 

b) The Business Process Analyst must work with DOR business and technical staff to ensure the ERS is developed to meet DOR’s requirements and is aligned with DOR’s business processes.

c) The Business Process Analyst must perform knowledge transfer to DOR’s business and technical staff regarding the operations and support of the ERS. 

Minimum Experience Requirements:

9) Five (5) years experience as a Business Process Analyst working on IT projects involving design, development / configuration, and implementation / installation of COTS products. 

10) Experience on at least two (2) projects as a Business Process Analyst for an IT project involving the design, development and implementation of a web-based system.

11) Experience on at least one (1) project working as the Business Process Analyst defining business requirements / processes for a project utilizing the proposed COTS product. 
	M
	
	

	ST–
	9 
	Accessibility Subject Matter Expert (SME)

a) The Accessibility SME must be responsible for analyzing and verifying compliance of the system with and IOUCA recommendations. 

b) The Accessibility SME must work with the DBA and System Architect to develop the Detailed Design Document. 

c) The Accessibility SME will work with DOR staff to ensure that standard assistive technology used by DOR is fully compatible with the system.

Minimum Experience Requirements:

1) Three (3) years providing consultative support on the design, development/configuration, and implementation/installation of IT systems involving web-based accessible environments.

2) One (1) year experience in providing adaptive technology assessment, training, and support.

3) One (1) year experience in working as a System Architect or Assistant System Architect or the equivalent.

4) Experience on at least one project working as the Accessibility SME for a system involving the implementation of the proposed COTS product. 
	M
	
	

	ST–
	10 
	Vocational Rehabilitation SME

a) The Vocational Rehabilitation SME must provide additional expertise to assist the Business Process Analyst and other staff to ensure the ERS is developed and aligned with federal case management recording requirements. 

Minimum Experience Requirements: 

12) Three (3) years experience in working in a Rehabilitation Services Administration-funded, state vocational rehabilitation (VR) program.

13) Experience as a VR Subject Matter Expert or Trainer on at least one (1) project for a system involving the implementation of the proposed COTS product.

14) Active certification as a Certified Rehabilitation Counselor (CRC) from the Commission on Rehabilitation Counselor Certification. 
	M
	
	


	Bidder’s Certification and Initials: We agree to meet all mandatory contractor key personnel staffing requirements stated in Section E.3.3, above.


E.4 Desirable Requirements

E.4.1 Desirable Functional Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Point Value
	Narrative Description of How Requirement Will Be Met

	DGL–
	1 
	The system should provide the ability to alert a counselor that specified case file information has been changed upon occurrence of the change, including notification of the date on which the change was made and information identifying the user who made the change. 
	D
	
	5
	

	DGL–
	2 
	The system should display all cases meeting the following desirable search criteria: 1) referral source; 2) disability type; 3) county; 4) zip code; 5) ethnicity; 6) primary language 7) special project code; 8) age range; 9) vocational goal at plan; and 10) SSI and/or SSDI status.
	D
	
	3
	

	DGL–
	3 
	The system should provide authorized users with the ability to temporarily deny access to a case.
	D
	
	5
	

	DGL–
	4 
	The system should present the workflow “in-box” to users when they log in to the ERS system and allow them to return to it at any time.
	D
	
	4
	

	DGL–
	5 
	The system should allow users to designate priority levels to tasks in their workflow “in-box” and tasks that they assign to other users.
	D
	
	2
	

	DGL–
	6 
	The system should send a notification to the person who forwarded a task if the task recipient changes the priority of the forwarded task.
	D
	
	2
	

	DGL–
	7 
	The system should provide a “pending” workflow or queue for items that are not ready to be assigned or for items where not all information has been received yet.
	D
	
	3
	

	DGL–
	8 
	The system should allow users to group or combine types of notifications. For instance, the system should allow a user to create a reminder to review a list of specific cases every 30 days without having ten separate notices to review each individual case (i.e., one notification with ten case numbers instead of ten separate case notifications). 
	D
	
	4
	

	DGL–
	9 
	The system should support sending correspondence to a single recipient via multiple transmission methods (e.g., provide a courtesy copy by fax or email, but also generate the official hardcopy for transmission via U.S. Mail). 
	D
	
	1
	

	DGL–
	10 
	The system should provide a method of tracking and logging correspondence that has been returned (e.g., bounced email, incomplete faxes, returned mail).
	D
	
	1
	

	DGL–
	11 
	REQUIREMENT DELETED.
	
	
	
	

	DGL–
	12 
	REQUIREMENT DELETED.
	
	
	
	

	DGL-
	12a
	The system should provide a full-featured document management system, which provides automated version control, check-in/check-out features, full-text searching and searching across all documents in the system by the document’s metadata.
	D
	
	2
	

	DGL–
	13 
	The system should provide a consumer and vendor contact log for each case record.
	D
	
	2
	

	DGL–
	14 
	The system should allow the ability to log up to 150 contacts with a consumer in a format searchable by date.
	D
	
	2
	

	DGL–
	15 
	The system should allow users to forward the contents of a contact event to selected staff.
	D
	
	3
	

	DGL–
	16 
	The system should provide users with prompts, hints, and help on the next step in the workflow.
	D
	
	5
	

	DGL–
	17 
	The system should generate correspondence to be sent based on the recipient's requested method of service (e.g., email, fax, U.S. Mail).
	D
	
	1
	

	DGL–
	18 
	REQUIREMENT DELETED
	
	
	
	

	DGL–
	19 
	The system should allow users to launch an email message addressed to the consumer with the contents of selected case notes or field data elements included in the text of the email message. 
	D
	
	4
	

	DGL–
	20 
	The system should accept electronic submission of documents by external users. This should be in the form of email submissions and/or direct submission via secure fill-in forms on the Internet.
	D
	
	4
	

	DGL–
	21 
	The system should be capable of accepting concurrence notices from consumers electronically.
	D
	
	1
	

	DGL–
	22 
	REQUIREMENT DELETED.
	
	
	
	

	DGL–
	23 
	The system should have an automatic expiration time for a document that is checked out (e.g., if there is no action taken for 30 minutes). 
	D
	
	3
	

	DGL–
	24 
	The system should provide version control and user-configurable rules for when versions are assigned (e.g., only when changed, each step of workflow, etc.).
	D
	
	1
	

	DGL–
	25 
	The system should allow users to add notes or annotations to a document, and designate whether the note is public or private (e.g., a supervisor's notes to a counselor about case progress).
	D
	
	1
	

	DGL–
	26 
	REQUIREMENT DELETED.
	
	
	
	

	DGL-
	26a
	The system should support annotation, highlighting, and copy/paste of scanned documents, including faxes, forms, reports, correspondence, and checks.
	D
	
	2
	

	DGL–
	27 
	REQUIREMENT DELETED.
	
	
	
	

	DGL–
	28 
	The system should provide the ability to export scheduled and deleted appointments to Outlook. ERS and Outlook will reside in different domains and have separate Active Directories. See the Bidders’ Library for more information.
	D
	
	5
	

	DGL–
	29 
	The system should have an identifier that flags when special accommodations (e.g., translation, ADA, etc.) or facility setup (e.g., teleconference) are needed for a meeting.
	D
	
	1
	

	DCM–
	30 
	Following a search to determine whether a consumer has previously applied for DOR services, the system should display a ranked match list, with those records most closely matching the search parameters listed first. 
	D
	
	4
	

	DCM–
	31 
	If the search to determine whether a consumer has previously applied for DOR services does not return a "hit," the system should allow all previously entered information to be saved as a new applicant record.
	D
	
	5
	

	DCM–
	32 
	If the search to determine whether a consumer has previously applied for or received DOR services returns a "hit," the system should provide the capability to link I&R and application information to historical files pertaining to the consumer, while maintaining the full case history.
	D
	
	4
	

	DCM–
	33 
	The system should support the use of standard eligibility-related data elements developed through the Health Insurance Portability and Accountability Act (HIPAA) of 1996. See the Bidders’ Library for references to HIPAA materials.
	D
	
	3
	

	DCM–
	34 
	The system should allow for tracking service needs for which appropriate service providers are not currently available.
	D
	
	3
	

	DCM–
	35 
	The system should provide the ability to "check out" a piece of equipment from district storage and assign it to a consumer.
	D
	
	5
	

	DCM–
	36 
	The system should provide the ability for users to look up the availability of equipment statewide.
	D
	
	5
	

	DCM–
	37 
	The system should provide the ability for authorized users to reassign a piece of equipment from one district to another.
	D
	
	5
	

	DCM–
	38 
	The system should provide the ability to track equipment purchased for and assigned to consumers including the following equipment-related data elements: 1) make/model; 2) serial number; 3) original cost; 4) purchase date; 5) tracking number; 6) equipment add-ons; 7) district and district assignment history; and 8) consumer assignment and assignment history information.
	D
	
	5
	

	DVF–
	39 
	In addition to providing the ability to divide vendor type classifications into sub-types and classify vendors as belonging to a sub-type within a type (Mandatory Requirement VF-4), the system should allow for vendor classification at an additional three nested levels, for a total of five levels.
	D
	
	2
	

	DVF–
	40 
	In addition to providing the ability to classify services by type at a minimum of three nested levels (Mandatory Requirement VF-11), the system should allow for service classification at an additional two nested levels, for a total of five levels. 
	D
	
	2
	

	DVF–
	41 
	The system should support automated matching of a client's address to the nearest provider service location.
	D
	
	3
	

	DVF–
	42 
	The system should provide the ability to select a vendor from the vendor databank to provide a specified service based on user-defined rotation criteria. For example, a pick list of vendors who provide Clinical Psychological Evaluation services may be sorted in order of least to most frequently used, last used, or longest elapsed time since last used.
	D
	
	4
	

	DVF–
	43 
	The system should provide the ability for authorized users (i.e., users who are permitted to update vendor profile information) to rate the vendor's performance and provide performance-related free-form notes.
	D
	
	2
	

	DVF–
	44 
	The system should provide the ability for authorized users (i.e., users who are authorized to write checks) to generate, track, and print the following: 1) checks; and 2) bank drafts. 
	D
	
	5
	

	DVF–
	45 
	The system should provide the ability to generate sequential check and bank draft numbers.
	D
	
	5
	

	DVF–
	46 
	The system should provide the ability to track the following data associated with the generation of checks and bank drafts: 1) user ID of the issuer; 2) payee; 3) amount; 4) date of issuance; and 5) account from which the check or bank draft was drawn.
	D
	
	5
	

	DVF–
	47 
	If the capabilities listed in Requirements DVF-44, 45, and 46 are provided, the system must also create a data export file (flat file) to DOR’s Bank Check Matching System as documented in Requirement DTR-15.

If the capabilities listed in Requirements DVF-44, 45, and 46 are NOT provided with the system, the vendor MUST provide an interface to DOR’s Check Writing System, as documented in Requirement TR-67.
	D
	
	5
	

	DVF–
	48 
	The system should provide the ability to track revenue (e.g., fees for record printing). 
	D
	
	1
	

	DVF–
	49 
	The system should allow for the maintenance of straight-line depreciation of equipment assets with an original cost above a designated cost threshold.
	D
	
	1
	


	Bidder’s Certification and Initials: We agree to provide all desirable functional requirements as indicated by an ‘N’, ‘M’, ‘T’, ‘O’ or ‘D’ in Section E.4.1, above.


E.4.2 Desirable Technical Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Point Value
	Narrative Description of How Requirement Will Be Met

	DTR–
	1 
	The system should provide a secure method for external users to establish a logon id and password using self-identification methods.
	D
	
	3
	

	DTR–
	2 
	The system should include a self-service application that allows users, who have either forgotten their password or have locked out their account due to exceeding the number of invalid consecutive logon attempts, to reset their password by answering a series of three (3) personal questions that were established during account setup. When setting up their user ID, the system would ask the user three (3) questions that they would provide answers for. Upon successfully answering the three (3) questions, the system would generate a new temporary password and email it to the user. The user would be required to reset the password upon the next logon.
	D
	
	3
	

	DTR–
	3 
	The system should allow the system administrator(s) to perform mass updates to user profiles based on defined business rules. 
	D
	
	3
	

	DTR–
	4 
	The system should allow the system administrator(s) to lock out all users from performing database updates through a system administration utility-type function.
	D
	
	3
	

	DTR–
	5 
	The system should allow the system administrator(s) to lock out all users to the online system through a system administration utility-type function.
	D
	
	3
	

	DTR–
	6 
	The system should utilize Microsoft SQL Server as the RDBMS.
	D
	
	5
	

	DTR–
	7 
	The system should provide online secure access via web-enabled technologies by authorized external stakeholders and the general public.
	D
	
	3
	

	DTR-
	8 
	The system should provide the ability for up to 75,000 external users to access the system with a unique logon ID.
	D
	
	1
	

	DTR-
	9 
	The system should provide the ability for external users to self-register and manage their own passwords.
	D
	
	1
	

	DTR–
	10 
	The system should provide external users with the ability to update their own demographic data subject to user permissions.
	D
	
	1
	

	DTR–
	11 
	The system should be architected to support 500 concurrent external users. External users will be limited to form-based data entry or data editing functionality.
	D
	
	1
	

	DTR–
	12 
	For any browser-based interface, the system should support:

· Netscape Navigator v7 or higher (all platforms) 

· Mozilla Firefox 2.0 or higher (Windows or Mac OS X)

· Opera v7 or higher (Windows, Linux)

· Apple’s Safari 1.3 or higher (Mac OS X)

· Microsoft Internet Explorer v6 or higher (Windows) or V5 or higher (Macintosh)
	D
	
	1
	

	DTR–
	13 
	The system should provide online user manuals, including business processes and workflow documentation, and system administration manuals that are indexed and searchable.
	D
	
	3
	

	DTR–
	14 
	DOR should be able to update the “help” information through user maintainable help files.
	D
	
	5
	

	DTR–
	15 
	If the system provides the ability to generate, track, and print checks and bank drafts as specified in Requirements DVF-48 through 50, then it must also create a data export file (flat file) for DOR’s Bank Check Matching System. See the Bidders’ Library for file layouts.
	D
	
	5
	

	DTR-
	16 
	The system should provide a tool to convert scanned images of documents (e.g., JPEG, TIFF, non-searchable PDF) to text-based documents via Optical Character Recognition (OCR) or similar technology in order to accommodate persons with visual disabilities. 
	D
	
	5
	

	Bidder’s Certification and Initials: We agree to provide all desirable technical requirements as indicated by a ‘W’ in Section E.4.2, above.
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E.4.3 Desirable Contract Deliverable Requirements

	Req #
	Requirement
	Req Type
	Response Code
	Point Value
	Narrative Description of How Requirement Will Be Met

	DCD–
	1 
	The number of licenses and warranties should support at least the current estimated external user base:

· 75,000 external users
	D
	
	1
	

	DCD–
	2 
	The System Administration Manual(s) should describe specific procedures for:

· Management of external user accounts and security
	D
	
	1
	

	Bidder’s Certification and Initials: We agree to provide all desirable contract deliverable requirements as indicated by a ‘W’ in Section E.4.3, above.
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E.4.4 Desirable Contractor Key Personnel Staffing Requirements

	Req #
	Requirement
	Req Type
	Response code
	Point Value
	Name of Project and Client

(Details should be provided on Form C8 – Resume Summary Form)

	DST–
	1 
	Contractor Project Manager:

Experience as the Project Manager on at least one (1) project for a successfully completed implementation of the proposed COTS product. 
	D
	
	5
	

	DST–
	2 
	Database Administrator:

Experience on at least one (1) project working as the DBA for a project involving the design, configuration, and implementation / installation of the proposed COTS product. 
	D
	
	5
	

	DST–
	3 
	Implementation Lead:

Experience as the Implementation Lead on at least one (1) project for a successfully completed implementation of the proposed COTS product. 
	D
	
	5
	

	DST–
	4 
	Data Conversion Lead:

Experience as the Data Conversion Lead on at least one (1) project for a successfully completed implementation of the proposed COTS product.
	D
	
	5
	


	Bidder’s Certification and Initials: We agree to provide all desirable contractor key personnel staffing requirements as indicated by a ‘W’ in Section E.4.4, above.




E.4.5 Desirable Corporate Experience Requirements
	Req #
	Requirement
	Req Type
	Response Code
	Point Value
	Name of Project and Client

(Details should be provided on Form C7– Corporate Experience Reference Form)

	DCE–
	1
	The Bidder has implemented a case management system for a U.S. state government vocational rehabilitation department/agency.
	D
	
	5
	

	DCE–
	2
	The Bidder has implemented a system that is housed at the State of California Department of Technology Services.
	D
	
	3
	


	Bidder’s Certification and Initials: We agree to provide all desirable corporate experience requirements as indicated by a ‘W’ in Section E.4.5, above.
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